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I. NATIONAL
PREPAREDNESS
I.
National Preparedness

A.
Introduction

On March 31, 2005, the Department of Homeland Security (DHS) issued the Final National Preparedness Goal (the Goal).  The Goal establishes a vision for a National Preparedness System, while the accompanying National Preparedness Guidance (NPG) provides an introduction to several of the key building blocks for that system, including the National Planning Scenarios, Universal Task List (UTL), Target Capabilities List (TCL), and seven National Priorities.  The Strategy Guidance issued on July 22, 2005, provides follow-on guidance for use by States and Urban Areas in placing their preparedness efforts within the context of this new doctrine and updating their existing Homeland Security Strategies to ensure that they support the Goal and reflect the seven National Priorities.  The FY 2006 Homeland Security Grant Guidance seeks to assist States in obtaining the resources they need to support the Goal and State Homeland Security Strategies.

B.
The National Preparedness Goal
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The Goal is a significant evolution in the way we approach preparedness and homeland security.  It presents a collective vision for national preparedness, and establishes National Priorities that will help guide the realization of that vision.  The Goal is a companion document to the National Response Plan (NRP), National Incident Management System (NIMS), and the Interim National Infrastructure Protection Plan (NIPP).  The Goal helps entities at all levels of government to develop and maintain the capabilities to prevent, respond to, and recover from major events or Incidents of National Significance as described in the NRP and NIMS.  Additionally, the Goal will assist entities at all levels of government to develop and maintain the capabilities to identify, prioritize, and protect critical infrastructure and key resources as described in the NIPP.
The vision set forth by the Goal encompasses the full spectrum of activities necessary to address the entire range of threats and hazards.  In addition to a number of common activities that support preparedness (planning, interoperable communications, risk management, and citizen preparedness and participation,), four mission areas
 help create a framework for developing national capabilities that will be supported by DHS preparedness grant program funding:
Prevent:  Actions to avoid an incident or to intervene to stop an incident from occurring. Prevention involves actions taken to protect lives and property, including: intelligence and deterrence operations; heightened inspections; improved surveillance and security operations; investigations; public health and agricultural surveillance and testing processes; immunizations, isolation, or quarantine; and certain law enforcement operations.
 Public announcements, evacuation planning, infrastructure improvements and citizen disaster preparation also are important especially when considering an “all hazards” approach.
Protect:  Actions to reduce the vulnerability of critical infrastructure or key resources in order to deter, mitigate, or neutralize terrorist attacks, major disasters, and other emergencies.
  Protection also includes: continuity of government and operations planning; awareness elevation and understanding of threats and vulnerabilities to their critical facilities, systems, and functions; promotion of effective sector-specific protection practices and methodologies; and expansion of voluntary security-related information sharing between government and private entities.

Respond:  Activities that address the short-term, direct effects of an incident. Response includes immediate actions to save lives, protect property, and meet basic human needs. As indicated by the situation, response activities include applying intelligence and other information to lessen the effects or consequences of an incident; increased security and law enforcement operations; continuing investigations into nature and source of the threat; ongoing public health and agricultural surveillance and testing processes; immunizations, isolation, or quarantine; and law enforcement operations.
 An “all hazards” prepared community will also be ready for emergency feeding and sheltering of displaced personnel.
Recover:  The development, coordination, and execution of service- and site-restoration plans; the reconstitution of government operations and services; individual, private- sector, nongovernmental, and public-assistance programs to provide housing and to promote restoration; long-term care and treatment of affected persons; additional measures for social, political, environmental, and economic restoration; evaluation of the incident to identify lessons learned; post-incident reporting; and development of initiatives to mitigate the effects of future incidents.

Each mission area includes a collection of capabilities that require the integration and collaboration across multiple disciplines, processes, and procedures for all hazards disaster preparedness.  These capabilities underpin seven National Priorities listed in the Goal.  The National Priorities are discussed in further detail in the next section.
C.
National Priorities 

The National Priorities are intended to guide the Nation’s preparedness efforts to meet its most urgent needs, and fall into two categories:  (A) three overarching priorities that contribute to the development of multiple capabilities, and (B) four capability-specific priorities that build selected capabilities for which the Nation has the greatest need.  The overarching priorities include: 

Expanded Regional Collaboration

Major events, especially terrorism, will invariably have cross-geographic consequences and impact.  The expanded regional collaboration priority highlights the need for embracing partnership across multiple jurisdictions, regions, and States in building capabilities cooperatively.  Successful regional collaboration allows for a multi-jurisdictional and multi-disciplinary approach to building capabilities for all four mission areas, spreading costs, and sharing risk across geographic areas.  This approach increases opportunities to create efficiency and leverage capabilities across the country.  Regional collaboration focuses on expanding mutual aid and assistance compacts among contiguous State, local, and tribal entities, and their private and non-governmental partners, and extending the scope of those compacts to include pre-incident preparedness activities (i.e., planning, training, exercising).  The intent is to locate capabilities strategically to maximize coverage of the U.S. population and the Nation’s high priority critical infrastructure and key resources.  The Goal does not mandate that State and local governments adopt a regional governmental structure, but it does require that all levels of government embrace a regional approach to building, sustaining, and sharing capabilities.
Implement the National Incident Management System (NIMS) and National Response Plan (NRP)
HSPD-5, “Management of Domestic Incidents,” mandated the creation of the

National Incident Management System (NIMS) and National Response Plan (NRP). The NIMS provides a consistent framework for entities at all jurisdictional levels to work together to manage domestic incidents, regardless of cause, size, or complexity. To promote interoperability and compatibility among Federal, State, local, and tribal capabilities, the NIMS includes a core set of guidelines, standards, and protocols for command and management, preparedness, resource management, communications and information management, supporting technologies, and management and maintenance of NIMS. The NRP, using the template established by the NIMS, is an all-discipline, all-hazards plan that provides the structure and mechanisms to coordinate operations for evolving or potential Incidents of National Significance. Incidents of National Significance are major events that “require a coordinated and effective response by an
appropriate combination of Federal, State, local, tribal, private sector, and nongovernmental entities.”
The implementation of the National Incident Management System (NIMS) within every State, territory, tribal and local jurisdiction creates a baseline capability that, once established nationwide, will be the foundation for our prevention, preparedness, response, and recovery strategies.  Full NIMS implementation is a dynamic and multi-year phase-in process with important linkages to the National Response Plan (NRP),  the Homeland Security Presidential Directive - 8  (i.e., the “National Preparedness Goal”) and the Interim National Infrastructure Protection Plan (NIPP).  The NIMS Integration Center (NIC) will continue to work with the Federal departments and agencies to ensure Federal implementation of NIMS and that all FY 2006 Federal preparedness assistance programs reflect and support the NIMS implementation at the State, territory, tribal, and local government levels as appropriate.  

State, territorial, tribal, and local entities are being asked to become fully compliant with NIMS during FY 2006.  Jurisdictions will be required to meet the FY 2006 NIMS implementation requirements as a condition of receiving federal preparedness funding assistance in FY 2007.  States and territories must establish a planning process that incorporates the appropriate procedures to ensure the effective communication and implementation of NIMS requirements across the state, including tribes and local governments.  This planning process must include a means for measuring progress and facilitate the reporting of NIMS implementation among its tribal and local jurisdictions.  
Additional information about NIMS implementation and resources for achieving compliance are available through the NIC.  The NIC web page, http://www.fema.gov/nims, is updated regularly with information about the NIMS and additional guidance for implementation.  
Implement the Interim National Infrastructure Protection Plan (NIPP)
The NIPP establishes a process for bringing together a wide range of homeland security partners at the Federal, State, and local level to establish the organized, unified, national risk-based approach to enhance the security and mitigate the risk facing the nation’s critical infrastructure and key resources (CI/KR).  The NIPP delineates roles and responsibilities for homeland security partners in carrying out these activities, while respecting the authorities, jurisdictions, and prerogatives of these partners.  Importantly, the risk-based process established through the NIPP will assist authorities to determine which CI/KR stand as nationally critical and those which stand as state critical, thereby establishing a baseline understanding of how Federal and State funding resources could be best leveraged to enhance security.

Infrastructure protection involves a multi-faceted understanding of the risks and vulnerabilities facing infrastructure sectors which cross geospatial boundaries but it also understanding the inter-relationships of infrastructure sectors within geospatial areas.  Consequently, protecting CI/KR sites is a shared responsibility requiring cooperation among all levels of government – Federal, State, local, and tribal – and the involvement of the private sector. Effective security involves plans that define, identify, and set priorities for the most critical structures and assets that are potential targets for terrorist attacks.  With the inclusion of the Interim NIPP implementation as a National Priority, infrastructure protection efforts are a required component of both State and Urban Area strategies and thus form a key pillar of the overarching homeland security program. 

States and Urban Areas are responsible for developing and implementing a critical infrastructure protection program as a component of their overarching homeland security program.   This program should engage all relevant intergovernmental coordination points (e.g., Federal, State, regional, tribal, local) to ensure a comprehensive approach to critical infrastructure protection across all appropriate levels of government, across both public and private sectors, within geospatial areas, and across infrastructure sectors.  

In addition to the overarching priorities, the four capability-specific priorities include: 
Strengthen Information Sharing and Collaboration Capabilities

Effective “information sharing and collaboration” efforts depend on the ability of State, local, and tribal governments to collect, analyze, disseminate, and use Homeland Security-related intelligence, a capacity that has come to be known as “intelligence/information fusion.” Accordingly, the establishment of this fusion capacity is one of the top components of the Information Sharing and Collaboration Priority for State, local, and tribal governments.  DHS will issue guidance that focuses on enhancing State and local capacity to obtain and use homeland security-related intelligence in support of efforts to detect, deter, and prevent terrorist attacks.  This guidance will enable all States to develop a fusion capacity and will ensure that all Urban Areas are directly involved in this process (either through a stand-alone capacity that feeds into the Statewide structure or through direct integration into the statewide structure).

In anticipation of this guidance, grantees are encouraged to develop a strategic framework that outlines an overall vision and approach relative to the Information Sharing and Collaboration Priority.  At the State level, this strategic framework should consider how the fusion capacity will be organized and coordinated and how the State will establish and maintain an analytic center (or comparable capability) to facilitate the fusion process.  At the Urban Area level, consideration should be given to how the fusion capacity will be established, i.e., as a stand-alone capacity or through direct integration into the statewide structure, as well as how it will be organized and coordinated.

Strengthen Interoperable Communications Capabilities

The lack of interoperable wireless communication systems is an issue that continues to affect public safety agencies in communities across the country.  In many cases, agencies are unable to communicate or share critical voice and data information with other jurisdictions or disciplines during major events or even day-to-day operations.  Interoperable Communications, the ability to provide an uninterrupted flow of critical information among responding multi-disciplinary and multi jurisdictional agencies at all levels of government before, during, and after an event, is a capability-specific priority.  Communications interoperability underpins the ability of Federal, State, local, and tribal entities to work together effectively to prevent, protect against, respond to, and recover from terrorist attacks, major disasters, and other emergencies.

The Interoperability Continuum graphically depicts the five critical elements of success – governance, standard operating procedures, technology, training & exercise, and usage of equipment – that must be addressed to develop robust interoperability solutions.  States must consider the Interoperability Continuum when updating their State and Urban Area Homeland Security Strategies.  Below are expanded definitions of each element within the continuum:

· Governance – A common governing structure for addressing interoperability issues will improve the policies, processes, and procedures of any major project by enhancing communication, coordination, and cooperation, establishing guidelines and principles, and reducing internal jurisdictional conflicts.

· Standard Operating Procedures (SOPs) – SOPs are formal written guidelines or instructions for incident response.  SOPs typically have both operational and technical components

· Technology – The technology used to implement interoperable communications is dependent upon existing infrastructure within the region.  Multiple technology solutions may be required to support large events.

· Training and Exercises – Proper training and regular exercises are critical to the implementation and maintenance of a successful interoperability solution.

· Usage of Equipment – Usage refers to how often interoperable communication technologies are used.  Success in this element is contingent upon progress and interplay among the other four elements on the Interoperability Continuum.

States and Urban Areas should show in their updated strategy how they plan to achieve interoperability on a regional, State, or multi-State level, in support of their efforts to establish integrated regional operational systems.  States must refer back to the Interoperability Continuum when reviewing and updating their strategic goals and objectives.  

More information on implementing interoperable communications can be found from SAFECOM at http://www.safecomprogram.gov/SAFECOM/grant/default.htm.  SAFECOM grant guidance can be found at http://www.safecomprogram.gov/SAFECOM/library/grant/1016_safecomgrant.htm.

Strengthen CBRNE Detection, Response, and Decontamination Capabilities

This priority seeks to leverage “efforts throughout the government to develop robust capabilities to detect, neutralize, contain, dismantle, and dispose of CBRNE materials, and decontaminate exposed personnel and property.”  These efforts were heavily emphasized in previous year ODP grant programs and allocations.  States and Urban Areas should establish plans, organizations, equipment, training and exercises in order to strengthen CBRNE detection, response, and decontamination capabilities.  In updating their strategies, States and Urban Areas are encouraged to identify appropriate goals and objectives to effectively enhance CBRNE detection, response, and decontamination capabilities.

Strengthen Medical Surge and Mass Prophylaxis Capabilities

Establishing an effective medical surge and mass prophylaxis capability requires embracing a multi-disciplinary and multi-jurisdictional collaborative approach.  These capabilities should be supportive of integrated regional operational systems being established in support of the expanded regional collaboration priority, and demonstrate effective integration among public health, healthcare services, and other appropriate disciplines (e.g., emergency management, emergency medical services, etc.).  Much work in these areas has already been accomplished through programs administered by the U.S. Department of Health and Human Services (HHS).  These accomplishments and ongoing efforts should be leveraged in further strengthening and broadening medical surge and mass prophylaxis capabilities.

States and Urban Areas should examine how they are integrating preparedness activities across disciplines to build and maintain medical surge and mass prophylaxis capabilities.  Building and maintaining these capabilities must leverage both ODP and HHS resources and should be a collaborative effort across the State public health and healthcare agencies.  Specific attention should be paid to how all available preparedness funding sources can be effectively leveraged in a collaborative manner to support the enhancement of these capabilities.  State health, homeland security, and emergency management organizations are encouraged to seek out, coordinate, and collaborate with one another to better understand progress made to date and to scope future activity under this priority.  States will be asked to report on how they have integrated their preparedness activities to support building these capabilities, and how they have leveraged various federal assistance programs, including those administered by DHS and HHS in doing so.

D.
Capabilities-Based Planning 

Implementing a common, shared approach to achieving National preparedness requires the Nation to align its programs and efforts in support of the Goal and its National Priorities.  Alignment can best be achieved through the application of a capabilities-based, common, all-hazard, major events planning approach for measuring preparedness and validating future preparedness investments.  Capabilities-based planning addresses uncertainty by analyzing a wide range of scenarios to identify required capabilities.  This approach seeks to provide a means for the Nation to answer three fundamental questions: “How prepared do we need to be?”, “How prepared are we?”, and “How do we prioritize efforts to close the gap?”  

The Goal establishes an emphasis upon all-hazards, capability-based planning that creates baselines for operational missions and tracks resource allocation against them.  The Goal defines capability-based planning as, “planning, under uncertainty, to provide capabilities suitable for a wide range of threats and hazards while working within an economic framework that necessitates prioritization and choice.”  The capability-based planning approach encourages all levels of government to collaborate seamlessly in order to identify critical gaps and deficiencies, develop strategies to address those gaps and deficiencies, track and report on progress toward resolution, and aggregate this information to better understand our level of preparedness nationally.  The approach also assists leaders at all levels to allocate resources systematically to close capability gaps, thereby enhancing the effectiveness of preparedness efforts.  

At the heart of this capability-based planning process is the Target Capabilities List (TCL) (version 2.0).  The TCL identifies 36 national preparedness capabilities, provides a description of each capability, and presents guidance on the levels of capability that Federal, State, local, and tribal entities will be expected to develop and maintain.  The TCL is reflected in Figure XX below.
Figure XX – Target Capabilities List
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Each level of government or geographical area will not be expected to develop and maintain all 36 capabilities to the same level.  The expectation will vary based upon the risk and needs of different levels of government and geographic area.  For example, basic capability levels may be expected of a rural, low-population jurisdiction, while more advanced levels of capability may be expected of a group of jurisdictions, an entire State, or the Federal government.  Consequently,  this will require incremental organizational and operational change across agencies, disciplines and jurisdictions – and across State lines.  Mutual aid agreements, inter-organizational linkages (including non-governmental partners and individual citizens), information sharing, and collaboration become critical elements of the new preparedness landscape.  

The Goal represents an all-hazards approach to preparedness.  It places special emphasis in preparing for catastrophic threats with “the greatest risk of mass casualties, massive property loss, and immense social disruption.”  The National Planning Scenarios outlined in the Goal were designed to illustrate the potential scope, magnitude, and complexity of a range of events including terrorist attacks and natural disasters.  Terrorist attacks and natural or man-made disasters share numerous common characteristics.  A recent analysis of the Goal and the TCL by the Government Accountability Office (GAO) noted that 30 of 36 target capabilities first responders need to support preparedness and response efforts are similar for terrorist attacks and natural or man-made events (See: General Accountability Office, “Homeland Security: DHS’ Efforts to Enhance First Responders’ All-Hazards Capabilities Continue to Evolve,” Report to the Chairman, Ranking Democratic Member, Subcommittee on Economic Development, Public Buildings and Emergency Management, Committee on Transportation and Infrastructure, House of Representatives, July 2005).  Many capabilities are common to all hazards—whether a natural disaster, a manmade accident, or a terrorist attack—including such functions as on-site incident management or search and rescue.  The preparation to respond to the one scenario, either natural or man-made, can assist preparation efforts across the spectrum of potential events.
E.
The National Preparedness Goal and the FY 2006 Homeland Security Grant Program

Over the next year, the initial focus will be on significantly improving or enhancing capabilities supporting the seven National Priorities listed in the Goal, as building blocks for the National Preparedness System.  Figure XX below shows the process of implementing the Goal.  

Figure XX – Process Overview

Efforts are underway to align existing preparedness strategies at the State and Urban Area level with the seven National Priorities.  As part of the FY 2006 DHS grant process, States and Urban Areas will be required to assess their preparedness needs and use those findings to develop a formal investment justification outlining major sub-state, statewide, or interstate initiatives for which they will seek funding.  These initiatives will seek to focus efforts on how we build and sustain our programs and capabilities within and across State boundaries.  Capabilities should be strategically located in order to maximize the return on preparedness investments, and all available funding sources (Federal, State, local, and private)  should contribute to build and sustain these capabilities.  DHS will continue to work closely with Federal, State, local, tribal, private sector, and non-governmental subject experts to further refine the target capabilities list and identify the levels of capability that will enable the Nation to minimize the impact on lives, property, and the economy for all scenarios.  
The FY 2006 Homeland Security Grant Program (HSGP) guidance seeks to assist States and Urban Areas in applying for and leveraging Federal preparedness assistance from DHS, the Department of Heath and Human Services (HHS), and other Federal agencies in support of closing capability gaps and maintaining existing levels of capability, thereby enhancing the effectiveness of preparedness efforts.  Preparedness efforts funded through the HSGP continue to be framed by Planning, Organization, Equipment, Training, and Exercises activities (the POETE model).   The Goal adds personnel as a new element to that model.  The HSGP will provide one of the primary vehicles for resources needed to implement the vision of the Goal to achieve and sustain risk-based target levels of capability to prevent, protect against, respond to, and recover from major events in order to minimize the impact on lives, property, and the economy.
II. PROGRAM GUIDANCE
II. 
Program Guidance
A.
Overview 

The HSGP grant application process for FY 2006 continues to follow the streamlined approach employed in FY 2005.  The goal of this consolidation effort is to enhance each program’s visibility across homeland security disciplines and help ensure that available funding is leveraged for maximum impact.  The integration of these programs also strengthens the coordination across the various programs and encourages regional preparedness efforts in support of implementing the National Preparedness Goal (the Goal).
  In FY 2006, State and Urban Area Homeland Security Strategies, updated to reflect the Goal, will continue to serve as the overarching guide  to homeland security efforts.  The recently completed updates to the homeland security strategies represent an important first step transitioning to the common framework for building, sustaining, and improving national preparedness for a broad range of threats and hazards as envisioned in the Goal.  

A significant change in the FY 2006 approach is the introduction of risk and need as a component for allocating HSGP funds.   Tables XXX outlines the programs included in this year’s HSGP.  Table XXX outlines other programs also funded by ODP but not included in this guidance.  Appendix XX shows how each grant program relates to the Goal and the TCL.
Table XXX. FY 2006 Homeland Security Grant Programs
	FY 2006 HSGP Program
	Program Overview
	Goal Mission Area

	State Homeland Security Program (SHSP)
	SHSP supports the implementation of the State Homeland Security Strategy to address the identified planning, equipment, training, and exercise needs.  In addition, SHSP supports the implementation of the National Preparedness System, NIMS, and the National Response Plan (NRP).  In particular, SHSP funds should be focused on enhancing catastrophic planning across all hazards, particularly with 30 of the 36 Target Capabilities which are “dual-use” in nature, common to natural disasters or terrorist attacks.


	Common Activities, Prevent, Protect, Respond, Recover

	Urban Areas Security Initiative (UASI)
	UASI funds address the unique planning, equipment, training, and exercise needs of high risk urban areas, and to assist them in building an enhanced and sustainable capacity to prevent, protect, respond to, and recover from acts of terrorism.  Allowable costs for the urban areas comport with the FY 2006 SHSP, and funding is expended based on the Urban Area Homeland Security Strategies.

	Common Activities, Prevent, Protect, Respond, Recover

	Law Enforcement Terrorism Prevention Program (LETPP)


	LETPP focuses upon the prevention of terrorist attacks and provides law enforcement and public safety communities with their private partners funds to support the following activities: intelligence gathering and information sharing through enhancing/establishing fusion centers; hardening high value targets;   planning strategically; continuing to build interoperable communications; and collaborating with non-law enforcement partners, other government agencies and the private sector.  LETPP funds should be focused on enhancing the 6 of the 36 Target Capabilities unique to terrorism.

	Common Activities, Prevent, Protect, Respond

	Metropolitan Medical Response System (MMRS) Program


	MMRS funds support MMRS jurisdictions to further enhance and sustain an integrated, systematic mass casualty incident preparedness program that enables a first response during the first crucial hours of an incident.  The program prepare jurisdictions for a response to the range of mass casualty incidents – from CBRNE, Agriculture and Cyber events to epidemic outbreaks, natural disasters and large-scale hazardous materials incidents.


	Common Activities, Respond, Recover

	Citizen Corps Program (CCP)


	Citizen Corps is the DHS’s initiative to actively involve all citizens in hometown security through personal preparedness, training, exercises, and volunteer service.  CCP funds support Citizen Corps Council efforts to engage citizens in dealing with all-hazards prevention, protection, response, and recovery, including planning and evaluation, public education and communication, training, exercising, volunteer programs and activities to support emergency responders, surge capacity roles and responsibilities, and providing proper equipment to volunteer citizens.


	Common Activities, Prevent, Protect, Respond, Recover


Table XXX. Other FY 2006 ODP Programs

	FY 2006 Program
	Program Overview
	Goal Mission Area

	Emergency Management Performance Grant (EMPG) Program
	The EMPG program gives states the opportunity to structure individual emergency management programs based on needs and priorities for strengthening their emergency management capabilities, while addressing issues of national concern. States have the flexibility to develop systems that encourage the building of partnerships which include government, business, volunteer, and community organizations.

	Common Activities, Prevent, Protect, Respond, Recover

	Buffer Zone Protection Program (BZPP)
	BZPP provides funding for enhanced security for select critical infrastructures and assets.  The intent of the program is to establish Buffer Zone Plans which are intended to help local law enforcement and emergency responders develop preventive measures around high priority infrastructure targets.


	Common Activities, Prevent, Protect

	Transit Security Program
	The Transit Security Program provides funding to support security enhancements for intercity passenger rail transportation, freight rail, and other security measures.  The program addresses three transit modalities: rail transit, intra-city bus transit, and ferry systems.


	Common Activities, Prevent, Protect

	Port Security Grant (PSG) Program
	PSG funds owners and operators of ports, terminals, U.S. inspected passenger vessels and ferries, as well as port authorities and State and local agencies to improve security for operators and passengers through physical security enhancements. The Program strives to create a sustainable, risk-based effort for the protection of critical infrastructure from any incident that would cause major disruption to commerce and significant loss of life.


	Common Activities, Prevent, Protect

	Intercity Bus Security Grant (IBSG) Program
	The IBSGP provides financial assistance to owners/operators of fixed route, intercity bus services to improve security for operators and passengers. The Program strives to create a sustainable effort for the protection of critical infrastructure from any incident that would cause major loss of life and severe disruption. Allowable costs comport with the FY 2005 ODP Homeland Security Grant Program (HSGP).


	Common Activities, Prevent, Protect

	Highway Watch Program
	Also referred to as the trucking industry security grants, the Highway Watch Program provides funds to assist highway professionals in efforts to identify and report security and safety situations, build capability, plan for emergencies and train.


	Common Activities, Prevent, Protect

	Assistance to Firefighters Grant (AFG) Program
	The purpose of these grants is to enhance the safety of the public and firefighters with respect to fire and fire-related hazards. The primary goal of the AFG Program’s Fire Prevention and Safety Grant (FP&S) is to reach high-risk target groups in order to mitigate the high incidences of death and injuries. Additionally, the authorization remains that includes funding for Firefighter Safety Research and Development.

	Common Activities, Respond, Recover


Allocating Based on Risk and Need

The threats we face – disasters, major emergencies and terrorism – respect neither jurisdictional nor geographic boundaries.  Resources we must allocated and applied in an effective and efficient manner to generate the highest return on investment.  Secretary Chertoff noted, “DHS must base its work on priorities that are driven by risk.”  Following this direction, ODP is adopting a common risk and needs-based approach to strengthen the preparedness of the United States.  Only through such an approach can we build capabilities to prevent, protect against, respond to, and recover from terrorist attacks, major disasters, and other emergencies, and achieve the greatest return on our national investment in homeland security.  

Understanding our risks and needs and applying our resources effectively to manage those risks is critical to our national preparedness.  Applying the principles of unified command and adopting a systems-based approach to preparedness will enable us to build and sustain capabilities and programs that will achieve more success in combination with a shared commitment than individual, disparate efforts.  In short, these efforts will help us realize the Goal.  
Consequently, this year marks a significant change in the way in which Homeland Security Grant Program funds are allocated as the State and Homeland Security Program (SHSP), the Urban Area Security Initiative (UASI), and the Law Enforcement Terrorism Prevention Program (LETPP) Grant programs will be allocated based on risk and need.  

For each of these programs, there will be a baseline allocation component and a risk and need competitive component.  The competitive component will be awarded based on risk and need.  The needs of state and local governments will be determined as an output of the needs assessment initiative currently underway at DHS.  This initiative seeks to assist states in determining their needs in relation to the capabilities outlined in the Goal.  This need will provide the primary justification for states in their applications for grant funding across the various ODP grant programs.  
In addition to the needs assessment, ODP will work with other DHS and Federal agencies to consider issues such as credible threat, presence of critical infrastructure, population, vulnerability, cooperation of multiple jurisdictions in preparing domestic preparedness plans in determining the risk component of the competitive grants.  
B. Policy
State and Urban Area Homeland Security Strategies

State and Urban Area Homeland Security Strategies will continue in FY 2006 to provide the overarching strategic vision for the implementation of State and Urban Area homeland security programs.  States and Urban Areas were recently required to update their strategies to bring them into alignment with the seven National Priorities included in the Goal.  The updated strategies also address the four homeland security mission areas: prevent, protect, respond, and recover.  Updated State and Urban Area Homeland Security Strategies continue to provide the context for the evaluation of preparedness programs and capabilities within and across State boundaries.  States are required to submit to ODP an updated State homeland security strategy based on the interim National Preparedness Goal in order to receive grant funds.
Bringing Together Other Funding Sources
ODP expects grantees and subgrantees to take a holistic approach to implementing their strategic homeland security goals and objectives by considering all available support and assistance programs, regardless of the source.  Homeland security and preparedness officials at all levels should leverage all available funding and resources from multiple sources wherever possible.  Grantees and subgrantees should not restrict their activities to Federal funding alone to achieve the goals outlined within their strategies.  Rather, special attention should be given to leveraging relevant funding sources and resources that support implementation of these strategies.  This includes, but is not limited to:

· Other federal preparedness programs, including those offered by FEMA; DHS Science and Technology (S&T); DHS Office of Infrastructure Protection; and other relevant organizations
· Department of Health and Human Services (HHS) [Centers for Disease Control (CDC) and Health Resources and Services Administration (HRSA)], and the U.S. Food and Drug Administration (FDA); the U.S. Department of Agriculture (USDA); the U.S. Department of Justice (DOJ); the U.S. Department of Transportation (DOT)
· Other state homeland security and preparedness programs and resources
· Local and tribal homeland security and preparedness programs and resources
· Private sector homeland security preparedness programs and resources, including organizations affiliated with Citizen Corps or included in the Goal.
ODP is working closely with HHS and other Federal agencies to coordinate activities amongst the various preparedness grant programs which will help States establish and maintain capabilities outlined in the Goal.
Coordination Requirements
Program wide: In FY 2005 states were required to establish a senior advisory committee or similar entity of senior officials overseeing assistance programs from ODP, CDC, HRSA, and other Federal agencies providing homeland security assistance.  The purpose of this senior advisory committee is to enhance the integration of disciplines involved in homeland security, including public health and medical initiatives.  The expectation for FY 2006 is that states use these senior advisory committees to facilitate implementation of the Goal and NPG.

The membership of the senior advisory committee must, at a minimum, include state officials directly responsible for the administration of ODP grants and CDC and HRSA cooperative agreements.  In addition, program representatives from the following entities should be included on the senior advisory committee: 

· SAA

· State Homeland Security Advisor (if this role is not also the SAA)

· State emergency management director

· State public health officer

· State public safety office (and SAA for Justice Assistance Grants, if different)

· State trauma system manager

· FEMA/NDMS regional emergency coordinator

· HRSA Program Director/Primary Investigator (listed in Section 10 of HRSA Notice of Grant Award)

· HRSA Bioterrorism Hospital Coordinator

· CDC Program Director/Primary Investigator

· State Citizen Corps POC

States are still encouraged to broaden membership of the senior advisory committee and its sub-committees, to include membership from additional disciplines and associations, including law enforcement, fire, public health, behavioral health, public works, agriculture, information technology, volunteer, and other pertinent disciplines.  
Citizen Coordination: SAAs must coordinate state and UASI citizen awareness and participation activities with those state agencies currently responsible for the administration of Citizen Corps activities.  A listing of current state Citizen Corps POCs is available by going to http://www.citizencorps.gov/councils/ and clicking on “State Citizen Corps POC List.”  In support of the goals and objectives outlined in the current homeland security strategies and as strategies are revised, states must include an integrated approach to engaging citizens in preparedness, training, exercises, and volunteer support for emergency responders through Citizen Corps Councils.  States are encouraged to fully leverage HSGP resources to accomplish this integration. 

Private Sector Coordination: Grantees are encouraged to collaborate with the private sector to leverage private sector initiatives, resources, and capabilities.  Since critical infrastructure is often privately-owned and operated, enhancing public/private partnerships will help identify and advocate opportunities for coordination within communities.
Critical Infrastructure Protection
States and local governments should generally consider state critical infrastructure to include any system or asset that if attacked would result in catastrophic loss of life and/or catastrophic economic loss.  In addition, protection for the following specific types of facilities should also be considered:

· Protective security enhancements for large public gatherings/areas, such as New Year’s Eve celebrations, sporting events and outdoor concerts

· Public water systems serving large population centers

· Primary data storage and processing facilities, major stock exchanges and major banking centers

· Chemical facilities located in close proximity to large population centers

· Major power generation facilities that exceed 2000MW and if successfully attacked would disrupt the regional electric grid

· Hydroelectric facilities and dams that produce power in excess of 2000MW or could result in catastrophic loss of life if breached

· Nuclear Power plants  

· Electric substations 500KV or larger, and substations 345KV or larger that are part of a critical system supporting populations in excess of one million people

· Rail and highway bridges over major waterways that, if destroyed, would cause catastrophic economic loss  

· Major highway tunnels under waterways that if attacked would cause catastrophic loss of life or catastrophic economic impact

· Major natural gas transmission pipelines in excess of 3000 bcf throughput

· Natural gas and liquid natural gas (LNG) storage facilities

· Major petroleum handling facilities such as pipelines, ports, refineries and terminals

· Major mass transit subway systems and the supporting ventilation systems

· Telecommunications, internet, and cyber facilities

The grants process is the will provide an important avenue for States and local agencies to develop their preparedness capabilities for CI/KR.  Specifically, homeland security grants provide an avenue for directing federal resources to CI/KR needs which are more appropriately handled and managed by State and local entities.  

C. Overarching Program Guidance

Period of Performance 
The period of performance for all programs within HSGP is 24 months from award date. 

Pass-Through Requirements 

SHSP, UASI, LETPP, MMRS: Each state shall obligate not less than 80% of the total grant program amount to local units of government or identified urban area jurisdictions.  Any UASI or MMRS funds retained by the state must be used to directly support the urban area.

CCP: There are no minimum pass-through requirements for CCP.  However, States are expected to work with county, local, and/or tribal Citizen Corps Councils and to expect funds that support local efforts to educate, train, and involve citizens.  If the State chooses to subgrant funds to a local unit of government, the recipient must have an existing Citizen Corps Council or establish a Citizen Corps Council as a condition of receiving the assistance.
<Placeholder: Territorial Pass-Through Requirements>
Memorandum of Understanding (MOU) Requirements
For any HSGP programs involving pass-through of funds, the state may retain some or all of the local unit of government or urban area’s allocation of grant funds for expenditures made by the state on behalf of the local unit of government or urban area only if requested in writing by that local unit of government or urban area.  States holding grant funds on behalf of local units of government or urban areas must enter into a formal MOU with the local unit of government or urban area specifying the amount of funds to be retained by the state and the intended use of funds.  
If an MOU is already in place from FY 2005, OPD will continue to recognize it for FY 2006.  If any modifications are necessary, States should contact the appropriate DHS Preparedness Officer.
Any new MOU request must be initiated by the local unit of government or urban area.  States are encouraged, but not required, to submit these MOUs to their ODP Preparedness Officer for review to ensure compliance.  A final, executable copy of the MOU will be kept on file with the SAA and be made available to DHS upon request.  A model is available for reference in Appendix XXX, Template for MOU.
Drawdown of Funds 
Grantees and subgrantees may elect to drawdown funds up to 120 days prior to expenditure/disbursement, which echoes the recommendation in the Funding Task Force. SLGCP strongly encourages recipients to drawdown funds as close to expenditure as possible to avoid accruing interest. Funds received by both grantees and subgrantees must be placed in an interest-bearing account and are subject to the rules outlined in the Uniform Rule 28 CFR Part 66, Uniform Administrative Requirements for Grants and Cooperative Agreements to State and Local Governments, at http://www.access.gpo.gov/nara/cfr/waisidx_04/28cfrv2_04.html and the Uniform Rule 28 CFR Part 70, Uniform Administrative Requirements for Grants and Agreements (Including Subawards) with Institutions of Higher Education, Hospitals and other Non-profit Organizations, at http://www.access.gpo.gov/nara/cfr/waisidx_03/28cfr70_03.html. 
These guidelines state that subgrantees are required to promptly, but at least quarterly, remit interest earned on advances to: 
United States Department of Health and Human Services 
Division of Payment Management Services 
P.O. Box 6021 
Rockville, MD 20852
The subgrantee may keep interest amounts up to $100 per year for administrative expenses for all federal grants combined. Please consult the OGO or the OJP Financial Guide (depending on the year of the award) or the applicable OMB Circular for additional guidance. Although advance drawdown requests may be made, State grantees remain subject to the interest requirements of the Cash Management Improvement Act (CMIA) and its implementing regulations at 31 C.F.R. Part 205.  Interest under CMIA will accrue from the time federal funds are credited to a State account until the time the State pays out the funds or transfers them to a subgrantee.
Administrative Guidance

Freedom of Information Act (FOIA):  ODP recognizes that much of the information submitted in the course of applying for funding under this program, or provided in the course of its grant management activities, may be considered law enforcement sensitive or otherwise important to national security interests.  This may include threat, risk, and needs assessment information, and discussions of demographics, transportation, public works, and industrial and public health infrastructures.  While this information under federal control is subject to requests made pursuant to the Freedom of Information Act, 5. U.S.C. §552, all determinations concerning the release of information of this nature are made on a case-by-case basis by the DHS FOIA Office, and may likely fall within one or more of the available exemptions under the Act.  Applicants are encouraged to consult their own state and local laws and regulations regarding the release of information, which should be considered when reporting sensitive matters in the grant application, needs assessment and strategic planning process.  Applicants may also consult their ODP Preparedness Officer regarding concerns or questions about the release of information under state and local laws.

Services to Limited English Proficient (LEP) Persons:  Recipients of ODP financial assistance are required to comply with several federal civil rights laws, including Title VI of the Civil Rights Act of 1964, as amended.  These laws prohibit discrimination on the basis of race, color, religion, national origin, and sex in the delivery of services.   National origin discrimination includes discrimination on the basis of limited English proficiency.  To ensure compliance with Title VI, recipients are required to take reasonable steps to ensure that LEP persons have meaningful access to their programs.  Meaningful access may entail providing language assistance services, including oral and written translation, where necessary.  Grantees are encouraged to consider the need for language services for LEP persons served or encountered both in developing their proposals and budgets and in conducting their programs and activities.  Reasonable costs associated with providing meaningful access for LEP individuals are considered allowable program costs.  For additional information, please see http://www.lep.gov.  

Integrating Individuals with Disabilities into Emergency Planning:  Executive Order #13347, entitled “Individuals with Disabilities in Emergency Preparedness” and signed in July 2004, requires the Federal Government to support safety and security for individuals with disabilities in situations involving disasters, including earthquakes, tornadoes, fires, floods, hurricanes, and acts of terrorism.  Consequently, federal agencies are required to: 1) encourage consideration of the unique needs of employees and individuals with disabilities served by State, local, and tribal governments and private organizations and individuals in emergency preparedness planning; and 2) facilitate cooperation among Federal, State, local, and tribal governments and private organizations and individuals in the implementation of emergency preparedness plans as they relate to individuals with disabilities.  A January 2005 letter to Governors from Secretary Ridge asked states to consider several steps in protecting individuals with disabilities:

· Ensure that your State's existing emergency preparedness plans are as comprehensive as possible with regard to the issues facing individuals with disabilities

· Ensure that emergency information and resources are available by accessible means and in accessible formats;
· Consider expending Federal homeland security dollars on initiatives that address and/or respond to the needs of individuals with disabilities for emergency preparedness, response, and recovery.

Further information can be found at the Disability and Emergency Preparedness Resource Center at www.dhs.gov/disabilitypreparedness.   This Resource Center provides information to assist emergency managers and in planning and response efforts related to people with disabilities.


D. Allowable Costs Guidance

HSGP allowable costs are divided into personnel, planning, organization, equipment, training, and exercises (POETE) categories.  In addition, Management and Administrative (M&A) costs are allowable and certain operational costs under UASI and LETPP are also allowable.   The POETE categories and their relevance to the elements of capability as defined in the Goal (and consistent with NIMS) is shown in Figure XX.
Table XXX. POETE and the Elements of Capability

	POETE Framework
	Elements of Capability Outlined in the Goal
	Element of Capability as Defined in the Goal

	Planning
	Planning
	Collection and analysis of intelligence and information, and development of policies, plans, procedures, mutual aid agreements, strategies, and other publications that comply with relevant laws, regulations, and guidance necessary to perform assigned missions and tasks.

	Organization
	Organization and Leadership
	Individual teams, an overall organizational structure, and leadership at each level in the structure that comply with relevant laws, regulations, and guidance necessary to perform assigned missions and tasks.

	Equipment
	Equipment and Systems
	Major items of equipment, supplies, facilities, and systems that comply with relevant standards necessary to perform assigned missions and tasks.

	Training
	Training
	Content and methods of delivery that comply with relevant training standards necessary to perform assigned missions and tasks.

	Exercises
	Exercises, Evaluations, and Corrective Actions
	Exercises, self assessments, peer-assessments, outside review, compliance monitoring, and actual major events that provide opportunities to demonstrate, evaluate, and improve the combined capability and interoperability of the other elements to perform assigned missions and tasks to standards necessary to achieve successful outcomes.

	
	Personnel (Element added in the Goal)
	Paid and volunteer staff who meet required qualification and certification standards necessary to perform assigned missions and tasks.


Specific focus for each program’s allowable costs is included in the program’s respective section of this solicitation.  Examples of allowable costs and activities can be found in Appendix XXX, Allowable Program Expenditures.  The following provides general HSGP allowable costs guidance: 

D.1. Planning
States and urban areas may use FY06 HSGP funds planning efforts which enable States and urban areas to prioritize needs, update preparedness strategies, allocate resources, and deliver preparedness programs.
D.2. Operations (UASI and LETPP only)
States and urban areas may use FY 2006 UASI and LETPP funds to support select operational activities.  No more than 25% of the gross amount of the awards may be used for operational expenses and overtime costs for the three (3) operational activities noted below.  

1. Operational overtime costs associated with increased security measures at critical infrastructure sites during periods of heightened alert. 

UASI: Up to 25% of FY 2006 funds may be used in UASI jurisdictions.
· Of this amount, up to 10% may be used for costs incurred during Code Yellow or Orange.
· The remaining 15% may be used for costs incurred only at Code Orange.
· Operational overtime costs incurred at National Special Security Events (NSSEs) in UASI jurisdictions, as designated by the Secretary of Homeland Security, are also allowed.

· States with UASI jurisdictions can use funds retained at the state level to reimburse eligible operational overtime expenses incurred by the state (up to a maximum of 25% of the state share of the UASI grant). However, those activities must directly support increased security measures enacted in the UASI jurisdictions.  States should be judicious in the use of federal grant funds when protecting critical infrastructure and should leverage public/private partnerships.  States should also consider the use of private assets in the protection of private facilities.

LETPP: Up to 25% of FY 2006 funds may be used for costs incurred during Code Orange.
In support of these efforts for enhanced capabilities of detecting, deterring, disrupting, and preventing acts of terrorism, costs eligible for reimbursement under this policy are identical to those deemed allowable under previous Code Orange alerts.  Therefore, subject to the conditions stated above, states and local governments may use FY 2006 UASI and LETPP funds to support select operational expenses associated with increased security measures at critical infrastructure sites in the following authorized categories: 

· Backfill and overtime expenses for staffing state or local emergency operations centers (EOCs) 

· Hiring of contracted security for critical infrastructure sites

· Public safety overtime 

· National Guard deployments to protect critical infrastructure sites, including all resources that are part of the standard National Guard deployment package

· Increased border security activities in coordination with U.S. Customs and Border Protection (CBP).  

Note: Consumable costs, such as fuel expenses, are not allowed except as part of the standard National Guard deployment package.  

2. Overtime costs are allowable for personnel to participate in information, investigative, and intelligence sharing activities specifically related to homeland security.  This includes activities such as anti-terrorism task forces, Joint Terrorism Task Forces (JTTF), Area Maritime Security Committees (as required by the Maritime Transportation Security Act of 2002), and Terrorism Early Warning (TEW) groups.

3. Hiring of staff and contractors/consultants is allowable for participation in information/ intelligence sharing groups or intelligence fusion centers.  The hiring of personnel for participation in information sharing groups or intelligence fusion centers is allowable.  If hiring staff or contractors, these personnel must have successfully completed intelligence analyst training available through ________, _________, or ________ to ensure that they have been trained to perform the following functions: _________, __________, _________.

D.3. Equipment
Allowable equipment categories for FY 2006 HSGP are listed on the web-based Authorized Equipment List (AEL) on the Responder Knowledge Base (RKB), which is sponsored by ODP and the Oklahoma City National Memorial Institute for the Prevention of Terrorism (MIPT) at http://www.rkb.mipt.org.  

The FY 2006 HSGP AEL is housed on the RKB along with separate listings for the FY 2005 AEL and the original Standard Equipment List (SEL).  In some cases, items on the SEL and FY 2005 AEL are not allowable under FY 2006 HSGP or will not be eligible for purchase unless specific conditions are met.  In addition, some new items that are eligible under this grant program are not available for purchase with FY 2005 funds. During the course of the Fiscal Year, ODP will post updates to the AEL on the RKB website.

The allowable categories of equipment for purchase using FY 2006 HSGP funds are listed in Appendix XXX, Allowable Program Expenditures.  Any questions or suggestions concerning the eligibility of equipment not addressed in the AEL should be directed to the appropriate ODP Preparedness Officer.
Maintenance costs are allowable and are posted in the FY 2005 AEL (Item number 21.5).  This category remains in the FY 2006 AEL. Gasoline and insurance are examples of operational costs that are not allowed.
D.4. Training
States, territories, and urban areas may use HSGP funds to enhance the capabilities of state and local emergency preparedness and response personnel through development of a state homeland security training program.  Allowable training-related costs under ODP grant programs include: 1) establishment of CBRNE, Agriculture and Cyber terrorism training programs within existing training academies, universities or junior colleges; and 2) overtime and backfill costs associated with attendance at ODP-sponsored and approved CBRNE, Agriculture and Cyber training courses.  

The target audience for training courses include emergency preparedness, prevention and response personnel, emergency managers and public/elected officials within the following disciplines: fire service, law enforcement, emergency management, emergency medical services, hazardous materials, public works, public health, health care, public safety communications, governmental administrative, cyber security, and private security providers.  The homeland security training program should also include training for citizens in awareness, preparedness, prevention, response skills, and volunteer activities and be coordinated through state and local Citizen Corps Councils.    

States and Urban Areas are encouraged to send personnel who serve as designated and/or certified trainers within the State or Urban Area to ODP train-the-trainer courses in order to become certified ODP trainers. Attendees must be a designated trainer but are not required to currently serve in an active emergency responder role. This allowance facilitates the institutionalization of ODP training at the State and Urban Area level.

States are encouraged to adopt current ODP awareness and performance level courses.  In order to deliver these courses, state and local instructors must be certified to deliver the course by successfully completing ODP train-the-trainer course delivery. Detailed descriptions of ODP courses are included in the Training Course Catalog available at http://www.ojp.usdoj.gov/odp/library/bulletins.htm. Programs of instruction for these courses will be made available upon request to assist efforts to institutionalize these training programs at the state and local levels.  

ODP will conduct periodic reviews of all state and urban area training funded by ODP.  These reviews may include requests for all course materials and physical observation of or participation in the funded training.  If these reviews determine that courses are outside the scope of this guidance, grantees will be asked to repay grant funds expended in support of those efforts. 

The goal of evaluating ODP training courses is to determine how much a participant’s knowledge, skills, and abilities change after completion of a course relative to knowledge, skills, and abilities prior to the class.  ODP utilizes a self-assessment methodology and collects information via a standardized evaluation form.  The form is designed to gather data about the course and participant, including data such as the participant’s professional discipline and years of service.  Additionally, the evaluation measures the participant’s knowledge relative to a set of standardized learning objectives both before and after taking the course.  

If a state or local jurisdiction uses ODP funds to provide ODP-approved courses, the state or local jurisdiction must use the standard evaluation form to collect data about the course and its participants.  An ODP-approved course is defined as one developed by the state or local jurisdiction and approved by ODP for delivery.  If the state or local jurisdiction receives training through its ODP course allocation, the training partner delivering the course is responsible for data collection and entry.  Similarly, if the state or local jurisdiction enters into a direct contract with one of the ODP training partners, training partner is still responsible for the data collection and entry function. 

However, if the ODP-sponsored course is delivered by a state or local organization, the course provider is responsible for collecting data on the course and its participants.  As part of the course approval process, the course developer establishes a set of course objectives directly tied to the course content.  The objectives are incorporated into the standardized course evaluation form.  Course participants are required to complete all fields and the course instructor is responsible for ensuring that all forms are complete.  Course providers are granted access to and enter data into the ODP Secure Portal.  Costs related to developing and administering the self-assessment and collecting information via a standardized evaluation form is allowable.

D.5. Exercises
Exercises conducted with ODP support (grant funds or direct support) must be managed and executed in accordance with the Homeland Security Exercise and Evaluation Program (HSEEP).   HSEEP Volumes I-III contain guidance and recommendations for designing, developing, conducting, and evaluating exercises.  HSEEP Volumes I-III can be found at ODP’s website at http://www.ojp.usdoj.gov/odp/exercises.htm.  Volume IV, which contains sample exercise materials and documents, can be found on ODP’s Secure Portal at https://odp.esportals.com or http://www.llis.gov.

The scenarios used in SHSP, UASI, and LETPP-funded exercises must be terrorism-related and based on the State or Urban Area Homeland Security Strategy and plans.  Acceptable scenarios for exercises include: chemical, biological, radiological, nuclear, explosive, cyber and agricultural.  Grantees that need further clarification on scenarios should consult with their ODP Exercise Manager for assistance and/or approval.  Fifteen all-hazards National Planning Scenarios, including 12 terrorism scenarios, have been developed, and will be made available for use in national, federal, state, and local homeland security preparedness activities (See HSPD-8: National Preparedness on page 49).  Citizen participation in exercises is encouraged to include backfilling non-professional tasks for first responders deployed on exercise, administrative and logistical assistance with exercise implementation, and providing simulated victims, press, and members of the public.  Citizen participation in exercises should be coordinated with local Citizen Corps Council(s).

 

Grantees who wish to expend funds on models, simulations, or games (MS&G) must consult with “Review of Models, Simulations, and Games for Domestic Preparedness Training and Exercising, Volume III,” which provides an overview and analysis of existing models, simulations and games.  This report is also available on the OJP Exercises website.
 
Grantees must justify the purchase and use of a given MS&G product/service, by a) documenting the training and/or exercise objective(s), b) documenting how the selected product/service will support those objectives, and c) justification for the chosen product category (potentially referring to Volume III benefits/limitations).  The form for this justification can be found on the OJP Exercises website. 
 

If a state or urban area will be hosting an upcoming special event (e.g., Superbowl, G-8 Summit, etc.), or they anticipate that they will apply to be a venue for a future Top Officials (TOPOFF) exercise, they should plan to use SHSP or UASI funding to fund training and exercise activities in preparation for that event. 

 

All tabletop exercises (TTXs), drills, functional exercises (FEs), and full-scale exercises (FSEs) will be evaluated and performance based.  An After Action Report (AAR) and Improvement Plan will be prepared and submitted to DHS/ODP following every TTX, drill, FE, and FSE.  AAR/IPs must be provided to ODP within 60 days following completion of each exercise (see HSEEP Volume II, Appendix XXX).  Currently, these AAR/IPs can be submitted through the ODP Secure Portal.  However ODP is working with other agencies to develop a national reporting system.   A state or local jurisdiction that conducts an exercise using SHSP, UASI, and LETPP funds must follow the HSEEP doctrine and protocol contained in Volume II.   

 

States are encouraged to develop a self-sustaining State Homeland Security Exercise and Evaluation Program which is modeled after the national HSEEP.  This may include, for example: hiring dedicated exercise program staff, awareness seminars on HSEEP, attending exercise training courses, and maintaining a system to track the completion and submission of AARs and Improvement Plans from exercises (including costs associated with meeting with local units of government to define procedures).
Exercise Planning Workshop:  States must conduct an annual Exercise Planning Workshop (EPW) to examine the progress and effectiveness of their current exercise strategy and program.  A Multiyear Exercise Plan and schedule must be produced from the EPW and submitted through ODP’s Secure Portal Exercise Scheduler located at https://odp.esportals.com.  Refer to HSEEP Volume III, Chapter 2 for further guidance on EPWs and the Multiyear Exercise Plan and schedule.
D.6. Personnel
In general, hiring, overtime and backfill expenses are allowed.  Supplanting, however, is not allowed.  In addition, grant funds may not be used to support the hiring of sworn public safety officers to fulfill traditional public safety duties. For example, a local, uniformed, law enforcement patrol officer cannot be hired using grant dollars to perform local law enforcement patrol duties.  The following are definitions for the terms as used in this document:
· Overtime. These expenses are the result of personnel who worked over and above their normal scheduled daily or weekly work time in the performance of ODP-approved activities. 
· Backfill. Also called “Overtime as Backfill”, these expenses are the result of personnel who are working overtime in order to perform the duties of other personnel who are temporarily assigned to ODP-approved activities outside their core responsibilities.  Neither overtime nor backfill expenses are the result of an increase of Full-Time Employees. 
· Hiring. State and local entities may use grant funding to cover the salary of newly hired personnel that are undertaking allowable ODP program activities.  This may also include new personnel that are hired to fulfill duties as a result of existing personnel being reassigned full-time to other ODP-approved activities.  Hiring will always result in a net increase of FTEs.

· Supplanting. Replacing a currently filled full-time position with one or more full-time employees. 
Grantees are permitted to hire or laterally move existing public safety officers to new positions that support allowable HSGP program activities.  In the case of lateral transfers, grant funds may be used to support only those positions that are allowable under FY 2006 HSGP program guidance.  

In addition, positions created and funded through ODP grants may continue to be supported with future year funding provided that the position is dedicated to the same or similar purposes allowable under applicable ODP program guidance.  

D.7. Management and Administrative (M&A) Costs

All programs within HSGP have allowable M&A costs for both the state-level as well as the local unit of government, urban area, or designated subgrantee.  No more than 5% of the total amount allocated to the state for each program within HSGP may be retained at the state level and used for M&A purposes.  These state M&A funds must be included in the total funds retained by the state. States may apply M&A funds from all five programs under the FY 2006 HSGP to M&A costs accrued under any of the FY 2006 HSGP programs.  For example, states can use M&A funds from SHSP to support M&A costs associated with the MMRS.

In addition, local jurisdiction subgrantees may retain and use up to 3% of their subaward from the state for local M&A purposes. States may pass through a portion of the state M&A allocation to local subgrantees in order to supplement the 3% M&A allocation allowed on subgrants.  However, no more than 5% of the total subaward may be expended by subgrantees on M&A costs.

D.8. Construction and Renovation
Use of HSGP funds for construction is generally prohibited except as outlined below.  Such construction and renovation shall be strictly limited and allowable only when it is a necessary component of a security system at critical infrastructure facilities.  

· CCP and MMRS funds may not be used for any type of construction or renovation.

· The following actions and improvements are allowable under specific HSGP program guidance and must similarly comply with National Environmental Policy Act (NEPA) provisions.
· Improved lighting
· Fencing
· Closed-circuit television (CCTV) systems 
· Motion detection systems
· Barriers, doors, gates and related security enhancements. 
· Project construction and renovation not exceeding $1,000,000 is allowable, as deemed necessary by the Executive Director, SLGCP, under SHSP, UASI, and LETPP.  These program funds may be used for construction and renovation projects only when those projects specifically address enhanced security at critical infrastructure facilities.  The following actions and improvements are considered to constitute construction or renovation, and must follow the approval process outlined below.
· Construction and/or renovation to guard facilities
· Any other construction or renovation efforts that change or expand the footprint of a facility or structure, including security enhancements to improve perimeter security.
· The erection of communications towers which are included in a jurisdiction’s interoperable communications plan, is allowed.

· Approval process for SHSP, UASI, and LETPP.  In order for grantees to drawdown funds for construction and renovation costs under SHSP, UASI, and LETPP, grantees must provide ODP:

· A description of the asset or facility, asset location, whether the infrastructure is publicly or privately owned, and the construction or renovation project.
· Certification that a facility vulnerability assessment has been conducted for the facility.
· An outline addressing how the construction or renovation project will address the identified vulnerabilities from the assessment.
· Consequences of not implementing the construction or renovation project

Written approval must be provided by ODP prior to the use of any HSGP funds for construction or renovation.

· National Environmental Policy Act (NEPA). NEPA requires ODP to analyze the possible environmental impacts of each construction project.  The purpose of a NEPA review is to weigh the impact of major federal actions or actions undertaken using federal funds on adjacent communities, water supplies, historical buildings, endangered species, or culturally sensitive areas prior to construction.  Grantees wishing to use ODP funding for construction projects must complete and submit a NEPA Compliance Checklist. Details about this process (including the checklist) can be found by contacting their respective ODP Preparedness Officer.  Additionally, grantees may be required to provide additional detailed information on the activities to be conducted, locations, sites, possible construction activities, possible alternatives, and any environmental concerns that may exist.  Results of the NEPA Compliance Review could result in a project not being approved for ODP funding, the need to perform an Environmental Assessment (EA) or draft an Environmental Impact Statement (EIS).  Costs related to the production of an environmental assessment or environmental impact statement are allowable.

E. 
Unallowable Costs Guidance

Several costs are strictly prohibited under FY 2006 HSGP.  Grantees should contact their ODP Preparedness Officer for guidance and clarification.

Hiring of Public Safety Personnel
HSGP funds may not be used to support the hiring of sworn public safety officers for the purposes of fulfilling traditional public safety duties or to supplant traditional public safety positions and responsibilities.  See also Appendix XXX: Authorized Program Expenditures for allowable hiring expenditures.
Construction and Renovation
Construction and renovation is generally prohibited, except as noted above under Construction and Renovation Guidance in this Section.  Such construction and renovation shall be strictly limited and allowable when it is a necessary component of either a security system at critical infrastructure facilities or an Emergency Operations Center (EOC).
F.
ODP Resources and Support
To assist grantees with program activities, ODP has several support mechanisms available to grantees. 

Role of ODP’s Preparedness Officers  

Throughout the project period, ODP Preparedness Officers will work closely with state and local officials in assigned states and territories to assist agencies in enhancing their homeland security preparedness through planning, training, equipment acquisition, exercises, and technical assistance.  Preparedness Officers will be in continuous contact with the SAAs and local officials, and should be considered as the primary point of contact within ODP for addressing questions, concerns, general issues, and accessing specialized expertise.  
Centralized Scheduling and Information Desk (CSID) Help Line  

CSID is a non-emergency resource for use by state and local emergency responders across the nation.  CSID provides general information on all ODP programs and information on the characteristics and control of CBRNE, Agriculture and Cyber materials, defensive equipment, mitigation techniques, and available federal assets and resources.  CSID also provides information on the following services: CBRNE, Agriculture and Cyber training and exercises, centralized scheduling capability, State Homeland Security Assessment and Strategy Grants, and technical assistance (TA).  

CSID can be contacted at 1-800-368-6498 or askcsid@dhs.gov.  CSID hours of operation are from 8:00 a.m. to 7:00 p.m. (EST), Monday through Friday.
Federal Fiscal Support and Oversight  

ODP’s Office of Grants Operations (OGO) will provide fiscal support and oversight of the grant programs included in this solicitation.  For FY 2006 awards, grant and sub-grant recipients should refer to the OGO Financial Guide <insert link>.  All previous awards are still governed by the OJP Financial Guide, available at http://www.ojp.usdoj.gov/FinGuide.  OGO can be contacted at 1-866-9ASKOGO or by email at ask-OGO@dhs.gov.

Homeland Security Preparedness Technical Assistance Program
ODP’s technical assistance program provides direct assistance to state and local jurisdictions to improve their ability to prevent, respond to, and recover from threats or acts of terrorism involving CBRNE weapons.  A primary objective of the program is to enhance the capacity of state and local jurisdictions, as well as special needs jurisdictions such as port authorities and mass transit agencies to develop, plan, and implement effective strategies for CBRNE, Agriculture and Cyber preparedness.  TA may be provided to state and local governments, law enforcement, fire, hazardous materials, and other community agencies that have CBRNE, Agriculture and Cyber responsibilities, including Citizen Corps Councils.  All TA services are available to eligible recipients at no charge.  ODP will cover the cost of providing the technical expertise, travel, and related expenses.  Examples of TA programs are included in Table XXX below.
Table XXX. Examples of ODP Technical Assistance Programs
	TA Program
	Purpose

	Enhancing Grants Management Capacities
	This TA service seeks to further improve the ability of SAAs to manage and account for grant funds awarded by ODP.  The HSPTAP provider is the National Criminal Justice Association (NCJA)

	Prevention and Deterrence Technical Assistance
	This program facilitates terrorism prevention efforts such as collaboration, information sharing, risk management, threat recognition, and intervention. 

	TEW Group Replication
	This project replicates programs that enhance capabilities for analyzing the strategic and operational information needed to respond to terrorism and protect critical infrastructure. 

	Interoperable Communications Technical Assistance Program (ICTAP)
	ICTAP enhances the interoperability of public safety communications with regard to CBRNE, Agriculture and Cyber terrorism threats.

	Port and Mass Transit Planning Technical Assistance
	This program assesses the needs of port/mass transit agencies in preparing for and countering post-9/11 terrorist threats.  

	Domestic Preparedness Equipment Technical Assistance Program (DPETAP)
	DPETAP provides equipment-specific training on CBRNE, Agriculture and Cyber detection, decontamination, and personal protective equipment (PPE). 


In FY2006, ODP will release the Homeland Security Virtual Assistance Center (HSVAC) which will provide an on-line resource for grantees to access technical assistance offerings.

For additional information, see ODP’s online TA site at http://www.ojp.usdoj.gov/odp/ta.htm under the Catalog link or contact the CSID.
Lessons Learned Information Sharing (LLIS) System  
LLIS is a national, online secure network located at https://www.LLIS.gov that houses a collection of peer-validated lessons learned, best practices, and AARs from exercises and actual incidents, and other relevant homeland security documents.  LLIS is designed to help emergency response providers and homeland security officials prevent, prepare for, respond to, and recover from acts of terrorism.  LLIS will improve preparedness nationwide by allowing response professionals to tap into a wealth of validated front-line expertise on effective planning, training, equipping, and operational practices for homeland security. 

The system also houses a directory of responders and homeland security officials, as well as an updated list of homeland security exercises, events, and conferences.  Additionally, LLIS includes online collaboration tools, including secure email and message boards, where users can exchange information.   LLIS uses strong encryption and active site monitoring to protect all information housed on the system.

Equipment Purchase Assistance Program  
The Equipment Purchase Assistance Program provides ODP grantees with access to prime vendors through memoranda of agreement with the Defense Logistics Agency (DLA).  Benefits of the program include shorter procurement lead time, online ordering, a diverse inventory of commercial products, and seven-day delivery for routine items.  When ordering equipment through this program, grantees may only use funds awarded by ODP; state and local funds may not be used.  Establishing an account with DLA is a straightforward process which should be initiated by contacting the appropriate program representative. Additional information on the programs and contact information for program representatives is available in a fact sheet posted on the ODP website.  For information on the Emergency Responder Equipment Purchase Program, see http://www.ojp.usdoj.gov/odp/docs/fs-padef.htm. 

Additional information on each of these programs can be found on the ODP website located at: http://www.ojp.usdoj.gov/odp or by contacting the state’s assigned ODP Preparedness Officer.

III. ELIGIBLE APPLICANTS AND FUNDING AVAILABILITY

III. 
Eligible Applicants and Funding Availability
A.
Eligible Applicants
The Fiscal Year 2006 Homeland Security Grant Program (HSGP) integrates the State Homeland Security Program (SHSP), the Urban Areas Security Initiative (UASI), the Law Enforcement Terrorism Prevention Program (LETPP), the Metropolitan Medical Response System (MMRS), and the Citizen Corps Program (CCP) into a single application kit.  Funding from this combined program will significantly enhance the ability of states, territories, urban areas, and local agencies to prevent, deter, respond to, and recover from threats and incidents of terrorism.  The Governor of each State
 has designated a State Administrative Agency (SAA) to apply for and administer the funds under HSGP.  The SAA is the only agency eligible to apply for HSGP funds and is responsible for obligating HSGP funds to local units of government
 and other designated recipients.

B. 
Funding 
Risk Based Programs

In contrast to previous years, funding for SHSP, UASI, and LETPP in FY 2006 will be allocated to states based upon risk and need.  
<Place holder for explanation of risk process>
Metropolitan Medical Response System
The FY06 MMRS allocation is $XXX,XXX for each of the XXX MMRS jurisdictions as listed in Table XX.
<Insert allocation table>
Citizen Corps Program

In accordance with the FY06 Department of Homeland Security Appropriations Act, CCP allocations are determined using a base amount of 0.75% of the total allocation for each state (including the District of Columbia and the Commonwealth of Puerto Rico), and 0.25% of the total allocation for each U.S. Territory with the balance of funds being distributed on a population-share basis.

<Insert allocation table>
IV. APPLICATION KIT

IV. 
Application Kit

SAAs must apply for FY 2006 HSGP funding through the online Grants Management System (GMS) at https://grants.ojp.usdoj.gov/.  ODP will begin receiving applications on DATE [Estimated] and must be received by ODP no later than DATE. ODP will evaluate applications and award funds within 90 days of the application deadline.  In light of the shift to a quasi-competitive grant process for SHSP, UASI, and LETPP, it is absolutely critical that states submit complete applications on time in order to ensure that both risk and need are factored into the final allocation.  If states are late in filing applications, ODP will be unable to evaluate state needs and thus will be required to allocate funding based solely on risk.

These grants are through DHS/ODP.  The program title listed in the Catalog of Federal Domestic Assistance (CFDA) at http://12.46.245.173/cfda/cfda.html is “Office for Domestic Preparedness Fiscal Year 2006 Homeland Security Grant Program.”  The CFDA number for FY 2006 HSGP is 97.067.  When completing the online application, applicants should identify their submissions as new, non-construction applications.  The project period will be for a period not to exceed 24 months.  Table XXX outlines the required application elements.

Table XXX. Application Checklist


Required Application Submissions

1. SF-424 Grant Application with certifications (through GMS)

· Non-Supplanting Certification: This certification from the SAA, which is a required component of the online GMS application, affirms that federal funds will only be used to supplement existing funds and will not replace (supplant) funds that have been appropriated for the same purpose.  Potential supplanting will be addressed in the application review as well as in the pre-award review, post-award monitoring, and the audit.  Applicants or grantees may be required to supply documentation certifying that a reduction in non-federal resources occurred for reasons other than the receipt or expected receipt of federal funds.

· Match Requirement:  No match requirement.
· Assurances: The online GMS application includes a list of assurances that the applicant must comply with in order to receive federal funds under this program.  It is the responsibility of the recipient of the federal funds to fully understand and comply with these requirements.  Failure to comply may result in the withholding of funds, termination of the award, or other sanctions.  The applicant agrees to these assurances upon the submission of the application.

· Certifications Regarding Lobbying; Debarment, Suspension, and Other Responsibility Matters; and Drug-Free Workplace Requirement: This certification, which is a required component of the online application, commits the applicant to compliance with the certification requirements under 28 Code of Federal Regulations (CFR) part 67, Government-wide Debarment and Suspension (Non-procurement); 28 CFR part 69, New Restrictions on Lobbying; and 28 CFR part 83 Government-wide Requirements for Drug-Free Workplace (Grants).  All of these can be referenced at http://www.access.gpo.gov/nara/cfr/waisidx_04/28cfrv2_04.html. The certification will be treated as a material representation of the fact upon which reliance will be placed by DHS in awarding grants. 

· Suspension or Termination of Funding: DHS, by written notice, may terminate this grant, in whole or in part, when it is in the Government's interest.  

2. DUNS Number. The SAA must provide a Dun and Bradstreet (D&B) Data Universal Numbering System (DUNS) number with the FY 2006 HSGP application.  An application will not be considered complete until a valid DUNS number is provided by the applicant.  This number may be provided in one of the attachment fields within the online GMS application.  Organizations should verify having a DUNS number or take the steps necessary to obtain one as soon as possible.  Applicants can receive a DUNS number at no cost by calling the dedicated toll-free DUNS Number request line at 1-800-333-0505. 

3.  For newly identified UASI urban areas: 
· Identify Points of Contact.  The SAA must designate a specific point(s) of contact (POC) to work with ODP and the designated urban area(s) on the implementation of the FY 2006 UASI.  The SAA POC(s) is then responsible for working through the Mayor/Chief Executive Officer (CEO) of each urban area’s core city(ies) and associated core county(ies) to identify a POC for each responsible jurisdiction.  This information must be provided to ODP along with the grant application.

· Define the Urban Area.  In coordination with the urban area’s Core City POC(s) and the Core County(ies) POC(s), the SAA POC must fully define the urban area, as it will apply to FY 2006 UASI.  Specifically, the geographical borders of what constitutes the urban area—including any possible contiguous jurisdictions and mutual aid partners—must be drawn, and all participating jurisdictions within the border identified.  Some jurisdictions may cross state borders.  In defining the urban area, the SAA POC is required to coordinate and receive input from the core city and core county/counties.  The definition of the urban area is limited to jurisdictions contiguous to the core city and county/counties, or with which the core city or county/counties have established formal mutual aid agreements; a core county is defined as the county within which the core city is geographically located.  States may request a waiver for this limitation for regions previously established by Executive Order, law or compact.  For the purposes of the FY 2006 UASI, the Washington, D.C. urban area will consist of the NCR as set forth in Title 10 USC, Sec. 2674(f)(2).  

· Establish the Urban Area Working Group (UAWG).  The SAA POC must work through the Mayor/CEOs from all other local jurisdictions within the defined urban area to identify POCs from these jurisdictions to serve on the UAWG.  The UAWG will be responsible for coordinating development and implementation of all program initiatives, including the urban area strategy development, the methodology for the allocation of funds (in coordination with the SAA), and any direct services that are delivered by ODP.  ODP strongly encourages that, wherever possible, previously established local working groups are leveraged for this purpose.  An overview of the UAWG structure and a list of members and their associated jurisdictions must be provided to ODP along with the grant application.
4. Single Point of Contact (SPOC) Review: Executive Order 12372, located at http://www.archives.gov/federal-register/codification/executive-order/12372.html requires applicants from state and local units of government or other organizations providing services within a state to submit a copy of the application to the state SPOC, if one exists and if this program has been selected for review by the state.  Applicants must contact their state SPOC to determine if the program has been selected for state review.  The date that the application was sent to the SPOC or the reason such submission is not required should be provided.

5. 
National Preparedness Guidance Compliance Checklist:  The National Preparedness Guidance (NPG) issued in April 2005 contained an appendix of requirements checklists for federal, state, urban area, local, and tribal entities to review and complete prior to applying for FY 2006 homeland security preparedness grant funding.  As part of the application process, states are required to submit the state requirements checklist to ODP; states do not need to submit local or tribal checklists with their FY 2006 HSGP applications.  States are responsible for determining compliance and submission deadlines for local and tribal elements within the state. 


The SAA must complete a compliance checklist template and submit it as an attachment in GMS when filing its FY 2006 HSGP application.  An electronic version of the template is available through the ODP website, the Centralized Scheduling and Information Desk, and your assigned ODP Preparedness Officer.
6. 
Needs Assessment:  In FY 2006, funding for SHSP, UASI, and LETPP will be allocated to states based on risk and need.  In DATE, ODP released guidance on conducting a program and capability review, which is key building block in the process States will use to develop their investment justification for FY 2006 funds.  As part of the application process, States are required to submit summary results of their Program and Capability Review and investment justification narrative using the template provided with this guidance document [Placeholder: refer to Appendix XXX].  The SAA should upload the summary results and investment justification as an attachment in GMS when filing the FY 2006 HSGP application.  


The Program and Capability Review is designed as an analytical process to help identify strengths and weaknesses within State homeland security programs and prioritize areas of focus for future spending.  At the completion of the review, States will be asked to develop a Program and Capability Enhancement Plan which will be submitted as part of the State’s FY 2006 HSGP application.  This plan should frame the resource needs required to address the capability strengths and weaknesses outlined in the Program and Capability Review and is intended to serve as a high-level strategic approach to enhancing and sustaining the homeland security program and priority capabilities.  

Based upon this review, states must write and submit narratives describing the initiatives they propose and justifying the associated investment required from FY 2006 HSGP grant funds to build or maintain that initiative.  Specific guidance on developing the FY 2006 HSGP Investment Justification is included at Appendix XXX.

Applicants must familiarize themselves with the requirements and restrictions of the Program Guidance for FY 2006 HSGP, available in Sections XXX through XXX of the Fiscal Year 2006 Homeland Security Grant Program: Program Guidelines and Application Kit.  The Program Guidelines contain critical information regarding this grant program.  All grant recipients are assumed to have read, understood, and accepted the Program Guidance as binding.
V. AWARD AND REPORTING REQUIREMENTS

V. 
Award and Reporting Requirements

A.
Grant Award to State
Upon approval of the application, the grant will be awarded to the respective SAA.  This date will be known as the “award date.”  The state’s obligation period must be met within 60 days of the award date.  An obligation is defined as a definite commitment which creates a legal liability for the payment of funds for goods and services ordered or received.  Four requirements must be met to obligate grant funds:

 

1. There must be some action to establish a firm commitment on the part of the awarding entity. 

2. The condition must be unconditional on the part of the awarding entity. 

3. There must be documentary evidence of the commitment. 

4. The award terms must be communicated to the official grantee. 

a. Where the grantee is required to comply with certain prerequisites, such as putting up matching funds, it must also be accepted by the grantee during the period of availability of the grant funds. 

See Appendix XXX: Sample Award Package for additional information.

Required Submissions: Signed award document and special conditions returned to the OJP OC.

B.
Drawdown of Funds
Following acceptance of the grant award and release of any special conditions withholding funds, the grantee can drawdown funds through the Automated Standard Application for Payments (ASAP), Phone Activated Paperless Response System (PAPRS), or Letter Of Credit Electronic Certification System (LOCES).
In support of our continuing effort to meet the accelerated financial statement reporting requirements mandated by the U.S. Department of the Treasury and the Office of Management and Budget (OMB), payment processing will be interrupted during the last five (5) working days of each month.  SAAs should make payment requests before the last five working days of the month to avoid delays in deposit of payments.  For example, for the month of September, the last day to request (drawdown) payments will be September 23, 2005.  Payments requested after September 23, 2005 will be processed when the regular schedule resumes on October 1, 2005.  A similar schedule will follow at the end of each month thereafter.

To avoid denial of payment requests, grantees are encouraged to submit their SF269a FSRs online at http://grants.ojp.usdoj.gov.  Additional information and instructions are available at this website.

Questions regarding grant payments should be addressed to the OJP OC at 1-800-458-0786 or email askoc@ojp.usdoj.gov.

Questions regarding all other financial/administrative issues should be addressed to the OGO Information Line at 1-866-9ASKOGO (927-5646) or email at ask-ogo@dhs.gov.
C.
Reporting Requirements
Reporting requirements for all programs included in HSGP will be consolidated into a single reporting system.

Financial Status Report (FSR) (Required quarterly)
Obligations and expenditures must be reported to ODP on a quarterly basis through the FSR, which is due within 45 days of the end of each calendar quarter (i.e. for the quarter ending March 31, FSR is due on May 15).  A report must be submitted for every quarter the award is active, including partial calendar quarters, as well as for periods where no grant activity occurs.  OJP OC will provide a copy of this form in the initial award package. Also, FSRs may be filed on-line through the internet at http://grants.ojp.usdoj.gov. Future awards and fund drawdowns will be withheld if these reports are delinquent.  
Grantees are reminded to review the following documents and ensure that grant activities are conducted in accordance with the applicable guidance:  

· 28 CFR Part 66, Uniform administrative requirements for grants and cooperative agreements to state and local governments, at http://www.access.gpo.gov/nara/cfr/waisidx_04/28cfrv2_04.html 

· OMB Circular A-87, Cost Principles for State, Local, and Indian Tribal  Governments, at http://www.whitehouse.gov/omb/circulars/index.html 

· 28 CFR Part 70, Uniform administrative requirements for grants and agreements (including subawards) with institutions of higher education, hospitals, and other nonprofit organizations, at http://www.access.gpo.gov/nara/cfr/waisidx_04/28cfr70_04.html. 
· OMB Circular A-21, Cost Principles for Educational Institutions, at http://www.whitehouse.gov/omb/circulars/index.html
· OMB Circular A-122, Cost Principles for Non-Profit Organizations, at http://www.whitehouse.gov/omb/circulars/index.html.

For FY 2006 awards, grant and sub-grant recipients should refer to the OGO Financial Guide <insert link>.  All previous awards are still governed by the OJP Financial Guide, available at http://www.ojp.usdoj.gov/FinGuide.  OGO can be contacted at 1-866-9ASKOGO or by email at ask-OGO@dhs.gov.

Biannual Strategy Implementation Reports (BSIR) (required biannually)
Following award of grant, the state and subgrantees  will be responsible for providing updated obligation and expenditure information on a regular basis.  States will provide consolidated information to ODP in their BSIR.  The BSIR submission will satisfy the narrative requirement in Box 12 of the biannual Categorical Assistance Progress Report (CAPR – OJP Form 4587/1).  States will still be required to submit the CAPR form with a line in box 12 which reads:  See BSIR.  

The BSIR and the CAPR are due within 30 days after the end of the reporting period (July 31 with a reporting period of January 1 through June 30, and on January 31 with a reporting period of July 1 though December 31).  Updated obligation and expenditure information must be provided with the BSIR to show progress made in meeting strategic goals and objectives.  ODP will provide a web-enabled application for the BSIR submission to grantees and the OJP Office of the Comptroller will provide a copy of the CAPR (OJP Form 4587/1) in the initial award package.  Future awards and fund drawdowns may be withheld if these reports are delinquent.  The final BSIR is due 120 days after the end date of the award period.  
The first BSIR will include a Grant Funding Implementation Plan that will certify that the grantee has complied with all HSGP pass-through requirements, and will demonstrate how the grantee’s spending plan supports the goals and objectives of the State or Urban Area Homeland Security Strategy.  Completion of this report will require that states work closely with local jurisdictions to ensure that local and state expenditures are synchronized with the goals and objectives identified in the State or Urban Area Homeland Security Strategy. See Appendix XXX:  Guidance for BSIR for additional information.

Exercise Evaluation and Improvement 
Exercises implemented with grant funds should be threat- and performance-based and should evaluate performance of critical prevention and response tasks required to respond to the exercise scenario.  Guidance on conducting exercise evaluations and implementing improvement is defined in the HSEEP Volume II: Exercise Evaluation and Improvement located at http://www.ojp.usdoj.gov/odp/docs/HSEEPv2.pdf.  The SAA must report on scheduled exercises and ensure that an AAR and Improvement Plan (IP) are prepared for each exercise conducted with ODP support (grant funds or direct support) and submitted to ODP within 60 days following completion of the exercise.  

The AAR documents the performance of exercise related tasks and makes recommendations for improvements.  The IP outlines the actions that the exercising jurisdiction(s) plans to take to address recommendations contained in the AAR.  Generally, the IP, with at least initial action steps, should be included in the final AAR.  ODP is establishing a national database to facilitate the scheduling of exercises, the submission of the AAR/IPs and the tracking of IP implementation.  Guidance on development of AARs and IPs is provided in Volume II of the HSEEP manuals. 

Financial and Compliance Audit Report
Recipients that expend $500,000 or more of federal funds during their fiscal year are required to submit an organization-wide financial and compliance audit report. The audit must be performed in accordance with the U.S. General Accounting Office Government Auditing Standards, located at http://www.gao.gov/govaud/ybk01.htm, and OMB Circular A-133, Audits of States, Local Governments, and Non-Profit Organizations , located at http://www.whitehouse.gov/omb/circulars/index.html.  Audit reports are currently due to the Federal Audit Clearinghouse no later than 9 months after the end of the recipient’s fiscal year.  In addition, the Secretary of Homeland Security and the Comptroller General of the United States shall have access to any books, documents, and records of recipients of FY 2006 HSGP assistance for audit and examination purposes, provided that, in the opinion of the Secretary of Homeland Security or the Comptroller General, these documents are related to the receipt or use of such assistance.  The grantee will also give the sponsoring agency or the Comptroller General, through any authorized representative, access to and the right to examine all records, books, papers or documents related to the grant. 

The state shall require that subgrantees comply with the audit requirements set forth in OMB Circular A-133.  Recipients are responsible for ensuring that sub-recipient audit reports are received and for resolving any audit findings.
E.
Monitoring
Grant recipients will be monitored periodically by ODP Preparedness Officers and OGO to ensure that the program goals, objectives, timeliness, budgets, and other related program criteria are being met.  Monitoring is accomplished through a combination of office-based and on-site monitoring visits.  Monitoring involves the review and analysis of the financial, programmatic, and administrative issues relative to each program, and helps identify areas where technical assistance and other support may be needed.  

The SAA is responsible for monitoring subgrantee activities to provide reasonable assurance that the sub-recipient administers federal awards in compliance with federal and state requirements.  Responsibilities include the accounting of receipts and expenditures, cash management, the maintaining of adequate financial records, and the refunding of expenditures disallowed by audits.

F.
Grant Close-Out Process
Within 120 days after the end of the grant period, the grantee will submit a final FSR and a final BSIR detailing all accomplishments throughout the project.  After both of these reports have been reviewed and approved by the ODP Preparedness Officer, a Grant Adjustment Notice (GAN) will be completed to close-out the grant.  The GAN will indicate the project as being closed, list any remaining funds that will be de-obligated, and address the requirement of maintaining the grant records for three years from the date of the final FSR.  After the financial information is received and approved by the OJP OC, the grant will be identified as "Closed by the Office of the Comptroller."

Required Submissions: 1) Final SF-269 FSR and 2) Final BSIR. 

VI. STATE HOMELAND SECURITY PROGRAM

VI. 
State Homeland Security Program

A.
Program Overview

The FY 2006 SHSP provides funds to enhance the capability of state and local units of government , the private sector, non-governmental partners, and the general public to implement  State Homeland Security Strategies to address the identified planning, equipment, training, and exercise needs.  In addition, SHSP supports the implementation of the National Preparedness System, NIMS, and the National Response Plan (NRP).  In particular, SHSP funds should be focused on enhancing catastrophic planning across all hazards, particularly with 30 of the 36 Target Capabilities which are “dual-use” in nature, common to natural disasters or terrorist attacks. These funds support costs related to:

· M&A costs associated with implementing the State Homeland Security Strategy and managing SHSP. 

· Homeland security and emergency operations planning activities

· Purchase of specialized equipment 

· Costs related to the design, development, and conduct of statewide CBRNE, Agriculture and Cyber terrorism training programs and attendance at ODP-approved courses 

· Design, development, conduct, and evaluation of CBRNE, Agriculture and Cyber exercises

· Overtime costs associated with Operations and hiring of personnel for participation in Intelligence Fusion Centers
SHSP further provides the opportunity to enhance regional preparedness efforts.  States are encouraged to employ regional approaches to planning and preparedness and to adopt regional response structures whenever appropriate to meet the needs identified through the assessments and in the urban area strategy.  Furthermore, ODP intends to guide state and urban area security and preparedness efforts toward a project-oriented process to address common, measurable objectives.  

Finally, homeland security officials at all levels should seek opportunities to leverage funding from multiple sources whenever possible and not restrict their activities to federal funding alone. 

B.
SHSP and the National Preparedness Goal
SHSP is a core state homeland security preparedness program focused on CBRNE, Agriculture and Cyber terrorism issues and thus a key component in state and local efforts to implement the Goal.  Funds awarded under this program directly support the seven National Priorities in the Goal.  More broadly, SHSP funds are also applicable to building and sustaining the 36 capabilities in the TCL.
C.
Program Requirements
All use of SHSP funds must be consistent with and supportive of implementation of the State Homeland Security Strategy.  Linkages between specific projects undertaken with SHSP funds and strategic goals and objectives will be highlighted through regular required reporting mechanisms, including the ISIP and the BSIR.
D.
Authorized Program Expenditures
This section provides guidance on the types of expenditures that are allowable under the SHSP.  Please refer to the checklist in Appendix XXX: Authorized Program Expenditures for additional information on authorized and unauthorized SHSP expenditures.

D.1. Planning
SHSP funds may be used for a range of homeland security planning activities, such as:
· Developing and implementing homeland security support programs and adopting DHS national initiatives including but not limited to the following:

· Implementing the National Preparedness Goal and Guidance

· Implementing and adopting NIMS

· Modifying existing incident management and Emergency Operating Procedures (EOPs) to ensure proper alignment with the NRP coordinating structures, processes, and protocols
· Establishing or enhancing mutual aid agreements

· Developing communications and interoperability protocols and solutions

· Conducting local, regional, and tribal program implementation meetings

· Developing or updating resource inventory assets in accordance to typed resource definitions issued by the NIMS Integration Center (NIC)
· Designing state and local geospatial data systems

· Developing related terrorism prevention activities including:

· Planning to enhance security during heightened alerts, during terrorist incidents, and/or during mitigation and recovery
· Public information/education: printed and electronic materials, public service announcements, seminars/town hall meetings, web postings coordinated through local Citizen Corps Councils

· Citizen Corps volunteer programs and other activities to strengthen citizen participation
· Evaluating CIP security equipment and/or personnel requirements to protect and secure sites

· CIP cost assessments, including resources (financial, personnel, etc.) required for security enhancements/deployments
· Developing and enhancing plans and protocols, including but not limited to:

· Developing or enhancing EOPs and operating procedures

· Developing terrorism prevention/deterrence plans

· Developing plans, procedures, and requirements for the management of infrastructure and resources related to HSGP and implementation of State or Urban Area Homeland Security Strategies
· Developing or enhancing border security plans

· Developing or enhancing cyber security plans

· Developing or enhancing cyber risk mitigation plans

· Developing or enhancing agriculture/food security risk mitigation, response, and recovery plans

· Developing public/private sector partnership emergency response, assessment, and resource sharing plans

· Developing or updating local or regional communications plans

· Developing plans to support and assist special needs jurisdictions, such as port authorities and rail and mass transit agencies

· Developing or enhancing continuity of operations and continuity of government plans

· Developing or enhancing existing catastrophic incident response and recovery plans to include and integrate federal assets provided under the NRP
· Developing or enhancing citizen surge capacity
· Developing or conducting assessments, including but not limited to:

· Conducting point vulnerability assessments at critical infrastructure sites/key assets and develop remediation/security plans

· Conducting cyber risk and vulnerability assessments

· Conducting assessments and exercises of existing catastrophic incident response and recovery plans and capabilities to identify critical gaps that cannot be met by existing local and state resources

· Activities which directly support the identification of specific catastrophic incident priority response and recovery projected needs

· Activities which directly support the identification and advance preparation of pre-designated temporary housing sites; for example:

· Conducting assessments and studies to identify qualified candidate sites

· Obtaining accurate site surveys and existing utility information

· Coordinating zoning requirements and necessary permits and/or waivers

· Coordinating environmental impact requirements related to a selected site

· Coordinating historic preservation requirements related to a selected site. 
· Coordinating with state and local agencies and nongovernmental resources to ensure sites are adequately staffed and supported during catastrophic events

· Conducting public education and outreach activities that identify temporary housing options and alternatives
D.2. Operations

Operational costs are not allowed under SHSP.

D.3. Equipment
SHSP funds may be used for equipment acquisition from the 21 equipment categories listed in the FY 2006 ODP AEL.  The FY 2006 AEL is available in its entirety online through the RKB at http://www.rkb.mipt.org and the equipment categories are outlined in Appendix XXX: Authorized Program Expenditures.  

D.4. Training

SHSP funds may be used to enhance the capabilities of state and local emergency preparedness and response personnel (including volunteers) through development of a state homeland security training program.  Allowable training-related costs include 1) the establishment of CBRNE, Agriculture and Cyber, CIP, and geospatial, and citizen preparedness training programs within existing training academies, universities, or junior colleges; and 2) overtime and backfill costs associated  with attendance at ODP-sponsored and approved CBRNE, Agriculture and Cyber training courses.  SHSP may also be used for training citizens in awareness, prevention, protection, response skills, and volunteer activities as coordinated through state and local Citizen Corps Councils.
D.5. Exercises
SHSP funds may be used to design, develop, conduct, and evaluate exercises that:

· Train homeland security preparedness personnel and volunteers in prevention, protection, response, and recovery activities

· Evaluate prevention and response plans, policy, procedures, and protocols, including NIMS and NRP

· Assess the readiness of jurisdictions to prevent and respond to terrorist attacks.
D.6. Personnel

In general, hiring, overtime and backfill expenses are allowed.  Supplanting, however, is not allowed.  In addition, grant funds may not be used to support the hiring of sworn public safety officers to fulfill traditional public safety duties. For example, a local, uniformed, law enforcement patrol officer cannot be hired using grant dollars to perform local law enforcement patrol duties.  

Grantees are permitted to hire or laterally move existing public safety officers to new positions that support allowable HSGP program activities.  In the case of lateral transfers, grant funds may be used to support only those positions that are allowable under FY 2006 HSGP program guidance.  

In addition, positions created and funded through ODP grants may continue to be supported with future year funding provided that the position is dedicated to the same or similar purposes allowable under applicable ODP program guidance.
D.7. Management and Administration

No greater than 5% of the State’s allocation may be used for Management and Administration (M&A).
VII. URBAN AREAS SECURITY INITIATIVE

VII.
Urban Areas Security Initiative

A.
Program Overview


The FY 2006 UASI Program provides financial assistance to address the unique planning, equipment, training, and exercise needs of high-threat, high-density urban areas, and to assist them in building an enhanced and sustainable capacity to prevent, protect, respond to, and recover from threats or acts of terrorism and catastrophic events.  UASI borders in some instances could cross state borders.  States must ensure that the identified urban areas take an inclusive regional approach to the development and implementation of the FY 2006 UASI Program and involve the core city(ies), core county(ies), contiguous jurisdictions, mutual aid partners, port authorities, rail and transit authorities, state agencies, Citizen Corps Council(s), and MMRS steering committees.   

The program includes an urban area assessment and strategy development component, which will be used by the urban area to allocate funding and guide delivery of ODP-provided direct services, such as training, exercises, and technical assistance.  The development of the Urban Area Homeland Security Strategy must be in accordance with ODP’s UASI Administrator Handbook, which can be found at http://www.shsasresources.com. 

The FY 2006 UASI Program further provides the opportunity to enhance regional preparedness efforts.  Urban areas are encouraged to employ regional approaches to overall preparedness and to adopt regional response structures whenever appropriate to meet the needs identified through the assessments and in the urban area strategy.  Furthermore, it is ODP’s intent to guide state and urban area security and preparedness efforts toward a project-oriented process to address common, measurable objectives.  Security and preparedness officials at all levels should seek opportunities to leverage funding from multiple sources whenever possible and not restrict their activities to federal funding alone. This funding will be provided to identified urban area authorities through the SAAs.  In addition, urban areas must include citizens in planning, preparedness, training, exercises, and volunteer activities to support emergency responders through the local Citizen Corps Council(s).

ODP encourages all current and former geographically contiguous UASI urban areas to continue existing coordinated and collaborative planning structures and efforts in developing, integrating, and implementing homeland security activities.  This includes, but is not limited to, participation on advisory committees and working groups involved in homeland security planning and preparedness processes and activities.

B.
UASI and the National Preparedness Goal
UASI is a core homeland security terrorism preparedness program for high-threat, high-density urban areas and thus is a key component in state and local efforts to implement the National Preparedness System.  Funds awarded under this program directly support the seven National Priorities in the National Preparedness Goal.  More broadly, UASI funds are also applicable to building and sustaining the 36 capabilities in the TCL.

C.
Program Requirements
The state agency with overall responsibility for developing the State Homeland Security Strategy and administering ODP programs will be responsible for the administration of the FY 2006 UASI Program.  In administering the program, the SAA must comply with the following requirements:

Existing UASI Urban Areas
For urban areas identified previously in UASI Programs, the SAA must comply with the following requirements: 
1. Urban Area Homeland Security Strategy.  Urban areas must utilize their existing Urban Area Homeland Security Strategy as the basis for allocating funds to the prioritized needs outlined in their goals and objectives in enhancing and refining their preparedness efforts.  There must be a clear correlation between the issues identified in the Urban Area Homeland Security Strategy and FY 2006 UASI activities.  The Urban Area Homeland Security Strategy must also be consistent with and supportive of the State Homeland Security Strategy.  The state and urban area strategies are not spending plans for the UASI grant funds; rather the strategies should articulate an overall vision for preparedness in the state or urban area, and lay out specific goals and objectives which, if achieved, will enable realization of that vision.  Additionally, the state, core city(ies), core county(ies), and other urban area jurisdictions must include citizens in all aspects of the strategy through their local Citizen Corps Council.
Additionally, the state, core city, core county and other urban area jurisdictions should work together to leverage all available funding sources throughout the implementation of their strategy.  ISIP and BSIR requirements will document this correlation.

2. Allocation of Funds. At a minimum, the core city(ies) and core county(ies), and the SAA must provide written concurrence on the allocation of funds provided through the FY 2006 UASI Program.  Verification of this concurrence must be submitted to ODP along with the ISIP, which is due 60 days after the grant award date.
3. Redefining existing urban areas. In coordination with the Urban Area Core City(ies) POC and the Core County(ies) POC, the SAA POC may redefine the geographic boundaries of the urban area, as it will apply to the FY 2006 UASI Program.  
· In redefining the urban area geographic boundaries, the SAA POC is required to coordinate and receive input from the core city(ies) and core county(ies)  

· The definition of the urban area is still limited to jurisdictions contiguous to the core city(ies) and core county(ies), or with which the core city(ies) or core county(ies) have established formal mutual aid agreements  

· For the purposes of the FY 2006 UASI, the state may request a waiver to define urban areas using regions previously established by Executive Order, law or compact

· If the urban area is expanded to include additional jurisdictions, those additional jurisdictions are eligible for, but not entitled to, receipt of funding through the program.  All FY 2006 UASI budget allocations must still support the Urban Area Homeland Security Strategy and will still require concurrence from the core city(ies), core county(ies), and SAA

· Inclusion of additional jurisdictions will not lead to increased funding for the urban area

· Training, planning, organizing, and exercising projects can be implemented as regional projects with or without a change to the urban area.  
4. Updating POCs.  Any updates or changes to any state, core city(ies), or core county(ies) POC information should be submitted to the assigned ODP Preparedness Officer.
Newly Identified UASI Urban Areas
For newly identified UASI urban areas in FY 2006, the SAA must comply with the following requirements:

1. Requirements for HSGP Application Submission (refer to page 15, application requirements for newly identified UASI urban areas).

· Identify SAA, Core City(ies), and Core County(ies) POCs

· Define the urban area

· Establish the UAWG

2. Conduct an Urban Area Assessment.  Newly identified urban areas receiving funding under this initiative may use previously collected assessment data from the 2003 State Homeland Security Assessment and Strategy Program, which in turn will guide development of an Urban Area Homeland Security Strategy. 

3. Develop an Urban Area Homeland Security Strategy.  Newly identified urban areas receiving funding under this initiative must develop a comprehensive Urban Area Homeland Security Strategy.  This strategy must be developed jointly by all units of government in the defined urban area and meet the requirements for a validated Urban Area Homeland Security Strategy as outlined in ODP’s Urban Areas Security Initiative Administrator Handbook, which can be found at http://www.shsasresources.com.  In addition to this guidance, refer to the State and Urban Area Homeland Security Strategy Guidance released in July 2005.  This will ensure that strategies align with the National Preparedness Goal.
The Urban Area Homeland Security Strategy must be consistent with and supportive of the State Homeland Security Strategy.  The state and urban area strategies are not spending plans for the UASI grant funds; rather they should articulate an overall vision for preparedness in the state or urban area, and lay out specific goals and objectives which, if achieved, will enable realization of that vision.  Additionally, the state, core city(ies), core county(ies) and other urban area jurisdictions should work together to leverage all available funding sources in implementation of the strategy and to include citizens in all aspects of the strategy through their local Citizen Corps Council.

Note: Receipt of all funds is contingent upon submission of a validated Urban Area Homeland Security Assessment and a validated Urban Area Homeland Security Strategy.  All Urban Area Homeland Security Strategies must be completed and submitted to ODP by XXXXXX, 2006.  ODP will provide technical assistance to the urban areas throughout the strategy development process. 

4. Allocation of Funds.  The intent of the grant is to establish a metropolitan area-wide approach to homeland security.  Therefore, the use and allocation of all grant funds available through the FY 2006 UASI Program must focus on the implementation of the Urban Area Homeland Security Strategy.  They must also be consistent with the validated Urban Area Homeland Security Strategy, the State Homeland Security Strategy, and the UASI Program guidelines.  Additionally, the SAA POC, in coordination with the UAWG, must develop a methodology for allocating funding available through the UASI Program.  The core city(ies), core county(ies), and SAA must provide written concurrence on the spending plan and allocation of funds.  Written concurrence must be provided to the ODP Preparedness Officer prior to the obligation or drawdown of funds.  
D. 
Authorized Program Expenditures
Allowable expenditures for FY 2006 UASI comport with FY 2006 SHSP (except for the use of funds for operational costs) and funding is expended based on the Urban Area Homeland Security Strategies.  Please refer to Appendix XXX: Authorized Program Expenditures for detailed information on authorized and unauthorized UASI expenditures.  

D.1. Planning
Urban areas may use FY06 UASI funds for planning efforts to prioritize needs, update preparedness strategies, allocate resources, and deliver preparedness programs.
These efforts include the collection and analysis of intelligence and information and development of policies, plans, procedures, mutual aid agreements, strategies, and other publications that comply with relevant laws, regulations, and guidance necessary to perform assigned missions and tasks.  
D.2. Operations
States and urban areas may use FY 2006 UASI funds to support select operational activities.  No more than 25% of the gross amount of the awards may be used for operational expenses and overtime costs in UASI jurisdictions for the three (3) operational activities noted below.  

1. 
Operational overtime costs associated with increased security measures at critical infrastructure sites during periods of heightened alert. 

· Of the 25%, up to 10% may be used for costs incurred during Code Yellow or Orange.
· The remaining 15% may be used for costs incurred only at Code Orange.

· Operational overtime costs incurred at National Special Security Events (NSSEs) in UASI jurisdictions, as designated by the Secretary of Homeland Security, are also allowed.

· States with UASI jurisdictions can use funds retained at the state level to reimburse eligible operational overtime expenses incurred by the state (up to a maximum of 25% of the state share of the UASI grant). However, those activities must directly support increased security measures enacted in the UASI jurisdictions.  States should be judicious in the use of federal grant funds when protecting critical infrastructure and should leverage public/private partnerships.  States should also consider the use of private assets in the protection of private facilities.

In support of these efforts for enhanced capabilities of detecting, deterring, disrupting, and preventing acts of terrorism, costs eligible for reimbursement under this policy are identical to those deemed allowable under previous Code Orange alerts.  Therefore, subject to the conditions stated above, states and local governments may use FY 2006 UASI funds to support select operational expenses associated with increased security measures at critical infrastructure sites in the following authorized categories: 

· Backfill and overtime expenses for staffing state or local emergency operations centers (EOCs) 

· Hiring of contracted security for critical infrastructure sites

· Public safety overtime 

· National Guard deployments to protect critical infrastructure sites, including all resources that are part of the standard National Guard deployment package

· Increased border security activities in coordination with U.S. Customs and Border Protection (CBP).  

Note: Consumable costs, such as fuel expenses, are not allowed except as part of the standard National Guard deployment package.  

2.
Overtime costs are allowable for personnel to participate in information, investigative, and intelligence sharing activities specifically related to homeland security.  This includes activities such as anti-terrorism task forces, Joint Terrorism Task Forces (JTTF), Area Maritime Security Committees (as required by the Maritime Transportation Security Act of 2002), and Terrorism Early Warning (TEW) groups.

3.
Hiring of staff and contractors/consultants is allowable for participation in information/ intelligence sharing groups or intelligence fusion centers.  The hiring of personnel for participation in information sharing groups or intelligence fusion centers is allowable.  If hiring staff or contractors, these personnel must have successfully completed intelligence analyst training available through ________, _________, or ________ to ensure that they have been trained to perform the following functions: _________, __________, _________. [placeholder for input]
D.3. Equipment
UASI funds may be used for equipment acquisition from the 21 equipment categories listed in the FY 2006 ODP AEL.  The FY 2006 AEL is available in its entirety online through the RKB at http://www.rkb.mipt.org and the equipment categories are outlined in Appendix XXX: Authorized Program Expenditures.  

D.4. Training

UASI funds may be used to enhance the capabilities of state and local emergency preparedness and response personnel (including volunteers) through development of a state homeland security training program.  Allowable training-related costs include 1) the establishment of CBRNE, Agriculture and Cyber, CIP, and geospatial, and citizen preparedness training programs within existing training academies, universities, or junior colleges; and 2) overtime and backfill costs associated  with attendance at ODP-sponsored and approved CBRNE, Agriculture and Cyber training courses.  SHSP may also be used for training citizens in awareness, prevention, protection, response skills, and volunteer activities as coordinated through state and local Citizen Corps Councils.
D.5. Exercises

UASI funds may be used to design, develop, conduct, and evaluate exercises that:

· Train homeland security preparedness personnel and volunteers in prevention, protection, response, and recovery activities

· Evaluate prevention and response plans, policy, procedures, and protocols, including NIMS and NRP

· Assess the readiness of jurisdictions to prevent and respond to terrorist attacks.

D.6. Personnel
In general, hiring, overtime and backfill expenses are allowed.  Supplanting, however, is not allowed.  In addition, grant funds may not be used to support the hiring of sworn public safety officers to fulfill traditional public safety duties. For example, a local, uniformed, law enforcement patrol officer cannot be hired using grant dollars to perform local law enforcement patrol duties.  

Grantees are permitted to hire or laterally move existing public safety officers to new positions that support allowable HSGP program activities.  In the case of lateral transfers, grant funds may be used to support only those positions that are allowable under FY 2006 HSGP program guidance.  

In addition, positions created and funded through ODP grants may continue to be supported with future year funding provided that the position is dedicated to the same or similar purposes allowable under applicable ODP program guidance.  

D.7. Management and Administration

No greater than 5% of the UASI allocation may be used for Management and Administration (M&A).
VIII. LAW ENFORCEMENT TERRORISM PREVENTION PROGRAM

VIII.
Law Enforcement Terrorism Prevention Program

A. 
Program Overview

LETPP focuses upon the prevention of terrorist attacks and provides law enforcement and public safety communities with their private partners funds to support the following activities: intelligence gathering and information sharing through enhancing/establishing fusion centers; hardening high value targets; planning strategically; continuing to build interoperable communications; and collaborating with non-law enforcement partners, other government agencies and the private sector.  LETPP funds should be focused on enhancing the Target Capabilities unique to terrorism.
The SAA must coordinate the implementation of this program with the state’s Lead Law Enforcement Agency (LLEA).  When identifying administrative and planning needs, each grantee should assess current staffing levels and determine whether a portion of the FY 2006 LETPP funds should be used to enhance administrative capabilities within the LLEA.

B. 
LETPP and the National Preparedness Goal
LETPP centers on prevention efforts, one of the four core homeland security mission areas.  Prevention efforts are critical to effective state and local implementation of the Goal.  Funds awarded under this program directly support several of the seven National Priorities in the National Preparedness Goal.  The LETPP program also supports specific capabilities in the Prevent and Protect Mission Areas in the TCL, including:

· Common Target Capabilities

· Planning 

· Interoperable Communications

· Prevent Mission Area Target Capabilities

· Information Collection and Threat Recognition

· Intelligence Fusion and Analysis

· Information Sharing and Collaboration

· Terrorism Investigation and Apprehension

· CBRNE Detection
· Citizen Preparedness and Participation
· Protect Mission Area Target Capabilities

· Risk Analysis

· Critical Infrastructure Protection

· Food and Agriculture Safety and Defense

· Public Health Epidemiological Investigation and Laboratory Testing

· Citizen Preparedness and Participation

C.
Authorized Program Expenditures

Allowable expenditures for FY 2006 UASI comport with FY 2006 SHSP (except for the use of funds for operational costs) and funding is expended based on the Urban Area Homeland Security Strategies.  Please refer to Appendix XXX: Authorized Program Expenditures for detailed information on authorized and unauthorized UASI expenditures.  

C.1. Planning

LETPP funds may be used for a range of law enforcement terrorism prevention planning activities, including the following:

· Developing and planning for information/ intelligence sharing groups

· Conducting point vulnerability analyses and assessments

· Soft target security planning (public gatherings)

· Developing border security operations plans in coordination with CBP

· Developing, implementing, and reviewing Area Maritime Security Plans for ports, waterways, and coastal areas

· Updating and refining threat matrices

· Acquiring systems allowing connectivity to federal data networks, such as National Crime Information Center (NCIC) and Integrated Automated Fingerprint Identification System (IAFIS), as appropriate

· Designing and developing state and local geospatial data systems

· Costs associated with the implementation and adoption of NIMS

· Developing related terrorism prevention activities including:

· Planning for enhancing security during heightened alerts, during terrorist incidents, and/or during mitigation and recovery
· Public information/education: printed and electronic materials, public service announcements, seminars/town hall meetings, web postings

· Citizen Corps volunteer programs and other activities to strengthen citizen participation 
· Evaluating CIP security equipment and/or personnel requirements to protect and secure sites

C.2. Operations (UASI and LETPP only)
States and urban areas may use FY 2006 LETPP funds to support select operational activities.  No more than 25% of the gross amount of the awards may be used for operational expenses and overtime costs for the three (3) operational activities noted below.  

1. Operational overtime costs associated with increased security measures at critical infrastructure sites during periods of heightened alert.  Up to 25% of FY 2006 funds may be used for costs incurred during Code Orange.
In support of these efforts for enhanced capabilities of detecting, deterring, disrupting, and preventing acts of terrorism, costs eligible for reimbursement under this policy are identical to those deemed allowable under previous Code Orange alerts.  Therefore, subject to the conditions stated above, states and local governments may use FY 2006 UASI and LETPP funds to support select operational expenses associated with increased security measures at critical infrastructure sites in the following authorized categories: 

· Backfill and overtime expenses for staffing state or local emergency operations centers (EOCs) 

· Hiring of contracted security for critical infrastructure sites

· Public safety overtime 

· National Guard deployments to protect critical infrastructure sites, including all resources that are part of the standard National Guard deployment package

· Increased border security activities in coordination with U.S. Customs and Border Protection (CBP).  

Note: Consumable costs, such as fuel expenses, are not allowed except as part of the standard National Guard deployment package.  

2. Overtime costs are allowable for personnel to participate in information, investigative, and intelligence sharing activities specifically related to homeland security.  This includes activities such as anti-terrorism task forces, Joint Terrorism Task Forces (JTTF), Area Maritime Security Committees (as required by the Maritime Transportation Security Act of 2002), and Terrorism Early Warning (TEW) groups.

3. Hiring of staff and contractors/consultants is allowable for participation in information/ intelligence sharing groups or intelligence fusion centers.  The hiring of personnel for participation in information sharing groups or intelligence fusion centers is allowable.  If hiring staff or contractors, these personnel must have successfully completed intelligence analyst training available through ________, _________, or ________ to ensure that they have been trained to perform the following functions: _________, __________, _________.[placeholder for input]
C.3. Equipment
LETPP funds may be used for equipment acquisition from the 21 equipment categories listed in the FY 2006 ODP AEL.  The FY 2006 AEL is available in its entirety online through the RKB at http://www.rkb.mipt.org and the equipment categories are outlined in Appendix XXX: Authorized Program Expenditures.  

C.4. Training

LETPP funds may be used for a range of law enforcement terrorism prevention related training activities to enhance the capabilities of state and local personnel, including the following:

· Training courses on building information sharing capacities

· Training that includes methods of target hardening

· Training for facility security personnel

· Training for vessel and port law enforcement security personnel recognition of CBRNE, Agriculture and Cyber threats

· NIMS training

· Weaponization of CBRNE, Agriculture and Cyber threats
· History of terrorism and social environments contributing to threats

· Surveillance and counter-surveillance techniques

· Identifying/assessing critical infrastructure assets, vulnerabilities, and threats

· Intelligence analysis

· Cyber security protective measures training 

· Multi-cultural training for undercover operations

· Language training

· Joint training with other homeland security entities (U.S. Secret Service, CBP, etc.)

· Training on the use of interoperable communications equipment

· CIP training

· Training associated with the collection, analysis, mapping, integration, and dissemination of geospatial data and imagery

· Geospatial database use, design, development, and management training

· Agricultural/food security related training

· Training for citizens in terrorism awareness and for volunteer participation to support law enforcement activities

Multi-level training should be focused on a regional model.  Grantees using these funds to develop their own courses should address the critical training areas and gaps identified in the State's Homeland Security Strategy and must adhere to the ODP Emergency Responder Guidelines and ODP Homeland Security Guidelines on Prevention and Deterrence.

C.5. Exercises
LETPP funds may be used to design, develop, conduct, and evaluate terrorism prevention related exercises, including the following:

· Exercises to evaluate the effectiveness of information sharing plans, policies, procedures and protocols

· Exercises to evaluate NIMS implementation

· Exercises to evaluate facility and/or vessel security protection

· Exercises to evaluate area maritime security protection

· Exercises to evaluate threat recognition capabilities

· Exercises to evaluate cyber security capabilities

· Exercises to evaluate agricultural/food security capabilities

· Exercises to evaluate prevention readiness and techniques

· “Red Team” (force on force) exercises

· Interoperable communications exercise

· Critical infrastructure vulnerability, protection, and/or attack exercises.
Where practical, these exercises should involve the public sector, non-governmental partners, trained citizen volunteers, and the general public.  State and local governments should work with their Citizen Corps Councils to include volunteers, such as Volunteers in Police Service, and the general public.

C.6. Personnel

In general, hiring, overtime and backfill expenses are allowed.  Supplanting, however, is not allowed.  In addition, grant funds may not be used to support the hiring of sworn public safety officers to fulfill traditional public safety duties. For example, a local, uniformed, law enforcement patrol officer cannot be hired using grant dollars to perform local law enforcement patrol duties.  

Grantees are permitted to hire or laterally move existing public safety officers to new positions that support allowable HSGP program activities.  In the case of lateral transfers, grant funds may be used to support only those positions that are allowable under FY 2006 HSGP program guidance.  

In addition, positions created and funded through ODP grants may continue to be supported with future year funding provided that the position is dedicated to the same or similar purposes allowable under applicable ODP program guidance.  

C.7. Management and Administration

No greater than 5% of the UASI allocation may be used for Management and Administration (M&A).
VI. METROPOLITAN MEDICAL RESPONSE SYSTEM

VI. 
Metropolitan Medical Response System

A.
Program Overview

The FY 2006 MMRS program assists designated localities with funding to write plans, develop training, purchase equipment and pharmaceuticals, and conduct exercises related to the medical response to catastrophic incidents, whether terrorist or natural disaster.  The MMRS program enables jurisdictions to achieve an enhanced local capability to respond to mass casualty events during the first hours of a response until significant external assistance can arrive.  MMRS jurisdictions are prepared to respond to the range of mass casualty incidents—from weapons of mass destruction, epidemic outbreaks, natural disasters, and large-scale hazardous materials events.

MMRS establishes linkages among emergency responders, medical treatment resources, public health officials, emergency management offices, volunteer organizations and other local elements working together to reduce the mortality and morbidity that would result from a catastrophic incident.  The MMRS program also emphasizes enhanced mutual aid with neighboring localities (MMRS “operational area”) and state and federal agencies.  Additional information is provided at http://mmrs.fema.gov.

The FY 2006 MMRS program will support the MMRS jurisdictions in:
· Achieving preparedness in the eight Capability Focus Areas, which supports efforts to implement the National Preparedness Goal and Guidance

· Ensuring that their strategic goals, objectives, operational capabilities, and resource requirements are adequately incorporated in State and Urban Area Homeland Security Assessment and Strategy documents

· Revising their operational plans to reflect State and Urban Area Homeland Security Assessments and Strategies

· Ensuring the maintenance of MMRS capabilities established through the completion of baseline deliverables and other previous activities supported by federal funding.

Period of Performance
The period of performance for MMRS is 24 months from award date.  A portion of this period overlaps with deliverable schedules under FY04 and FY 2005 MMRS grants.  Grant recipients, to the greatest extent possible, should correlate the funding from FY 2006 MMRS with the ongoing activities funded by the previous years vehicles to determine the best allocation of funds between ongoing and new initiatives.
B. 
MMRS and the National Preparedness Goal
The National Preparedness Goal outlined medical and public health issues as a primary concern for the Nation. Medical surge and mass prophylaxis capabilities were identified one of the seven National Priorities.  Within the TCL, eight capabilities are directly tied to health and medical capabilities: Fatality Management; Isolation and Quarantine; Mass Prophylaxis; Medical Supplies Management and Distribution; Medical Surge; Public Health Epidemiological Investigation and Laboratory Testing; Triage and Pre-hospital Treatment; Worker Health and Safety.  Sixteen additional capabilities have public health embedded in them.  The systems approach taken by MMRS to building local medical response capacity clearly supports implementation of this National Priority and the associated capabilities that support it. 
C.
Program Requirements

All provisions of the FY 2006 HSGP Program Guidelines, Sections I through V, and appendices, apply to MMRS unless explicitly stated otherwise herein. 

MMRS jurisdictions are strongly encouraged to use ODP services regarding:  the preparation and implementation of homeland security assessments and strategies, HSPTAP, the NDPC for training, and HSEEP.  ODP Preparedness Officers will serve as the principal POCs for MMRS jurisdictions in accessing these services.  Other DHS-provided support relevant to MMRS capabilities enhancement includes the NIC and the Office of Interoperability and Compatibility. 

Allocation of Funds
Recognizing that MMRS is inherently multi-jurisdictional, funds must be expended to support the regional MMRS to establish and sustain enhanced local capabilities.  States are encouraged to pass through 100% of grant funds, but may retain 20% to facilitate strategy assessment and capability integration between the state and MMRS jurisdictions.  States must have written concurrence between the SAA and MMRS Steering Committee Chair to use funds to:

· Support regional MMRS overall

· Advise and assist MMRS jurisdictions in awareness of, and in providing input to, State and Urban Area Homeland Security Assessments and Strategies

· Ensure that MMRS-related mutual aid agreements conform with statewide and state regional resource management requirements and capabilities

· Advise and assist MMRS jurisdictions with HSPD-8 preparedness assessments and reporting.

States are reminded that MMRS funds must be expended to support efforts to establish and sustain enhanced local capabilities in MMRS jurisdictions so that they are prepared to respond to any mass casualty incident, including terrorism, disease outbreaks, and natural disasters. The intent of the MMRS program is to enhance these capabilities at the local level so that these jurisdictions can manage the aftermath of an incident until significant external assistance can arrive. MMRS jurisdictions may choose to allocate funding to the state to assist them in developing these capabilities. The MMRS Steering Committee Chair must provide written concurrence for the state to retain funds for these program purposes. Further, the MMRS jurisdictions have discretion to determine what level of funding, if any, they will allow the States to retain. As such, the MMRS jurisdictions are not constrained by the 20 percent cap on State retention of MMRS funds indicated in the program guidance.

D. 
Authorized Program Expenditures
The same eight Capability Focus Areas (CFAs) that were identified for FY04 MMRS are again available for FY 2006 MMRS.  For FY 2006 MMRS, all CFAs, except number 6, are considered to be mandatory.  All MMRS jurisdictions should endeavor to meet the extent of preparedness described therein.   The eight (8) CFAs are:

1. Radiological medical and health effects preparedness to manage exposed and contaminated victims, population protection, and environmental health impacts of a radiological release/nuclear detonation by terrorists.  MMRS operational planning must address radiological release/nuclear detonation for the effects of a radiological dispersal device, an improvised nuclear device, or a designed nuclear warhead.  Visit the American College of Radiology at http://www.acr.org/s_acr/index.asp for more information on medical preparedness health impacts of a radiological release/nuclear detonation by terrorists.

a) Coordinate with medical society MMRS Steering Committee member to  partner with the radiology departments in jurisdiction’s local area hospitals and medical societies on impact of radiological medical preparedness on routine medical practice (i.e. routine work of hospital radiology department may be dramatically different from essential capabilities required for local medical preparedness). 

b) Coordinate with hospital, medical, and EMS MMRS Steering Committee members to partner with local medical radiology departments and emergency medical services to identify the radiological medical management and treatment duties delegated to emergency responders.
c) Coordinate with local health department MMRS Steering Committee member all public health educational and message programs, designed for radiological release/nuclear incidents.

d) Coordinate all training needs for radiological medical and health effects preparedness, including Continuing Medical Education (CME) and Continuing Nursing Education (CNE) courses.

e) Identify radiation and nuclear detection equipment that identifies nuclear elements released in a radiological release/nuclear detonation.

f) Identify PPE safe for emergency responders and safe for initial remediation workers, the location and type of PPE, and ensure equipment is in accordance with DHS equipment standards, which may be found at http://www.dhs.gov/dhspublic/interapp/editorial/editorial_0420.xml.  Ensure agreements are in place to access equipment if needed, complete with timelines and identified skilled personnel to operate the equipment.
g) Be prepared to provide treatment for victims of a radiological/nuclear incident, such as decontamination, immediate medical treatment, reception centers, mass care shelters, and a plan to address the local mental health services, needed by the worried well.  This capability may require assistance from citizen volunteers (e.g. Citizen Corps Medical Reserve Corps Program.)
h) Research lessons learned about potential unknown human health effects of a radiological release/nuclear detonation.  Consider ‘lessons learned’ from documented and alleged human health consequences of the World Trade Center incident, where individuals were potentially exposed to chemical byproducts released by an explosion of mixtures of several unknown chemicals, potentially enhancing their toxicity in exposed individuals.
i) In establishing/enhancing the capabilities described above, the revised MMRS threshold capacity levels for catastrophic incident response planning for a radiological release/nuclear detonation are as follows.  Detailed guidance on the implementation of the HSC Planning Scenarios may change these thresholds. 

· Jurisdictions ranked 1-21 by population on the UASI Program list: 25,000 immediate deaths; 100,000 contaminated victims (50,000 acutely exposed and 50,000 moderately exposed); and 300,000 displaced persons.

· Jurisdictions ranked 22-50 by population on the UASI Program list: 15,000 immediate deaths; 50,000 contaminated victims (25,000 acutely exposed and 25,000 moderately exposed); and 200,000 displaced persons.

· Remaining MMRS jurisdictions: 7,500 immediate deaths; 25,000 contaminated victims (10,000 acutely exposed and 15,000 moderately exposed) and 100,000 displaced persons.
2. Ensure operational viability of mass care shelters and medical treatment facilities.  Mass care shelter planning should be coordinated with the American Red Cross and other identified community resources.  The public must be made aware of where these shelters are, and procedures for entrance.  

a) Revise or update current plans to include the provision of hazardous/toxic substances portal and point detection and monitoring, decontamination and public safety support to mass care shelters and medical treatment facilities by designated personnel and equipment.

b) Consider the establishment of reception centers, which consolidate monitoring, triage, decontamination, and registration of affected persons. 

c) Identify agent antidotes by types and dosage volumes and planning for storage, dispersal, and dispensing, and awareness of how agent antidote dosages may impact the health of vulnerable populations (i.e. immune-suppressed individuals, children).
d) Ensure that alternate medical treatment facilities have immediately available electric power, water and sewer, environmental controls, and other necessary infrastructure support to become operationally viable on short notice.

3. Emergency Alerting System/Emergency Public Information.  Review and revise planning for pre-event emergency public information message content scripting/templates and arrangements for multiple modes of message dissemination.  Ensure that the distinctive characteristics of radiological, biological, and chemical agents are reflected in template messages and that self-help contamination avoidance and decontamination actions are also included.

4. NIMS Compliance.  Compliance with NIMS is a condition for award of this grant.  NIMS is a comprehensive incident response system, developed by DHS as required by HSPD-5.  The NIC will oversee all aspects of NIMS, including the development of NIMS-related standards and guidelines and the provision of guidance and support to incident management and responder organizations as they implement the system.  The NIC also will validate compliance with NIMS and NRP responsibilities, standards, and requirements.  

Major components of NIMS include incident command and management, preparedness, resource management, communications and information management, supporting technologies, and ongoing management and maintenance.  See Section IV: National Initiatives for NIMS guidance [need updated document]. 

Implementation of NIMS concepts, procedures, and functions in MMRS jurisdictions includes the following activities regarding each MMRS operational area: 

a) The identification of local units of government, appropriate state departmental regional/area boundaries, a description of how mass casualty incident response planning is coordinated among them, and a listing of relevant mutual aid agreements in effect.

b) The incident command/unified command/area command system description for the MMRS operational area, to include a copy of the incident command Standard Operating Procedure, organization chart, and roster of pre-designated, qualified incident commanders. 

c) Description of the operational response resource management process and supporting automated system(s), with emphasis on: identifying and typing resources; certifying and credentialing personnel; inventorying resources; identifying resource requirements; ordering and acquiring resources; and tracking and reporting resources.

d) NIMS implementation training; to document all related training to implement NIMS capability with MMRS funding. 

e) Interoperability of command and control and operations communications to include standards/requirements, network diagrams, communications management plan, and first tier frequency, circuit, and device allocations as stated within DHS’s S&T Directorate (http://www.dhs.gov/dhspublic/interapp/editorial/editorial_0095.xml) and their Statement of Requirements (SoR)  (http://www.safecomprogram.gov/) for Interoperability.

5. Quarantine and Isolation Preparedness for a very large number of persons and sizeable geographic area(s).  Ensure the adequacy of preparedness for this functional capability area, to include:

a) Identification of local officials (by office title) with appropriate legal authority to establish quarantine/isolation areas, or to rapidly obtain such action from state officials (identified by position title) with necessary legal authority.

b) Resource allocation of law enforcement personnel to enforce quarantine/isolation areas.

c) Work with MMRS Steering Committee members from local health department and hospital system to publicize local public health and hospital capabilities to do surveillance on and identify infectious agents endemic to the jurisdiction’s metropolitan area, such as the animal-form of anthrax, and new infectious diseases, such as SARS.
d) Coordinate with MMRS public health, medical and hospital Steering Committee members to create awareness of emerging infectious diseases that may be candidates for future quarantine and isolation actions, such as new infectious diseases that no one knows how people become infected, and/or no one knows how people become cured.
e) Partner with MMRS public health Steering Committee members on drafting emergency public information messages about the establishment of quarantine/isolation areas.
f) Document why quarantine is a public health intervention taken only when other actions have failed.  Describe previous actions taken by the local public health actions to control the spread of the infectious disease, and their failure to prevent infectious disease transmission.

g) Describe the public health/medical emergency requirements of the specific disease outbreak containment practices decided by the health department and included in the quarantine protocol, and actions to be carried out by individuals inside and outside of the quarantine/isolation areas.
h) Citizen education, outreach, and volunteer surge capacity.
6. GIS.  Jurisdictions should explore the types of GIS data available through the Federal Geospatial-One-Stop portal, located at http://www.geo-one-stop.gov/, and apply any of the available GIS tools deemed appropriate to support MMRS risk assessment, planning, training, exercising, and operations.  MMRS funds may be spent on activities, when it is determined that "no cost" options are not available, which combine, blend, populate with jurisdictionally-specific data, and/or make interactive, sets of automated GIS tools; or which achieve interoperability between automated GIS tools with other electronic information in support of MMRS requirements.  See Appendix XXX: Geospatial Guidance. 
7. Updated MMRS Steering Committee. MMRS Steering Committee establishment and operation requirements, as stipulated among the deliverables under the original MMRS jurisdictional contact, remains in effect.  Additional guidance updating its composition and emphasizing readiness is as follows:

a) Revise MMRS Steering Committee membership to include the following additional members:

· Local homeland security advisor/coordinator representative, if applicable

· UAWG representative, if applicable

· Representatives from entities with which the jurisdiction has a mutual aide agreement

· Medical Reserve Corps or Citizen Corps representatives.

b) Examine the relationship between the MMRS Steering Committee into the jurisdiction’s emergency management system and homeland security coordination organizations.  Should the totality of recommended membership for the MMRS Steering Committee be present in another existing organization, i.e., UAWG, then that other organization may take on and carry out the functions of the MMRS Steering Committee, or establish a subcommittee to accomplish the same mission and functions.  The MMRS Steering Committee, whatever its form, may establish sub-committees, working groups, etc., as it deems best.  

c) The MMRS Steering Committee’s authorities and activities shall include, but not be limited to:  implementation of federal MMRS program guidance; review and approval of all deliverables and/or activities required of MMRS jurisdictions via this grants guidance, and through all previously federally-issued MMRS contract statements of work, modifications thereto and associated guidance material.

d) The primary MMRS jurisdiction must inform the federal regional project officer and the MMRS National Program Office of the organizational name, and membership (name, title, organizational affiliation) of the MMRS Steering Committee, or other organization functioning as the MMRS Steering Committee, the jurisdiction’s POC, and any standing sub-committees/working groups. 

e) The MMRS Steering Committee will oversee all activities, accomplishments, and products resulting from approved MMRS special projects, and establish and maintain a jurisdictional master library of MMRS program material, in electronic and paper forms.

8. Pharmaceutical Cache Management and Status Reporting. In support of CDC’s  Cities Readiness Initiative, all MMRS jurisdictions which are in UASI urban areas and are participating in the Cities Readiness Initiative must update their Mass Prophylaxis plans to be able to provide for the distribution of pharmaceuticals to their entire population within 48 hours of receiving an allocation from the Strategic National Stockpile.  In addition, all MMRS jurisdictions must maintain on file an inventory of the MMRS local pharmaceutical cache, in Excel™ format, to be provided electronically to DHS upon request.   This inventory must include the following data elements: 
a) Pharmaceutical products contained and inventory of jurisdiction’s pharmaceutical cache in units of dosage

b) Names and official titles of individuals authorized to release cache pharmaceuticals

c) Each product's Lot Number, cost, and expiration date

d) Pharmaceutical storage management and conditions, including percentage stored in hospitals and other fixed facilities, and percentage forward-deployed on emergency responder vehicles. 

D.1. Planning

MMRS funds can support planning activities associated with:

Homeland Security Assessment and Strategy Integration
· Ensure that MMRS strategic goals, objectives, operational capabilities, and resource requirements are adequately incorporated in and reflective of the State and Urban Area Homeland Security Assessment and Strategy

· Coordinate with state and urban area operational plans and procedures

NRP and National Preparedness Goal. MMRS jurisdictions should update/modify their operational plans, and training and exercise activities as necessary to achieve conformance with the NRP coordinating structures, processes, and protocols, and the National Preparedness Goal.
D.2. Operations

Operational Costs are not allowed under MMRS.

D.3. Equipment
MMRS funds may be used for equipment acquisition from the 21 equipment categories listed in the FY 2006 ODP AEL.  The FY 2006 AEL is available in its entirety online through the RKB at http://www.rkb.mipt.org and the equipment categories are outlined in Appendix XXX: Authorized Program Expenditures.  

D.4. Training
Training activities related to improving conformance with the Goal are allowed.

D.5. Exercises
[placeholder for input]
D.6. Personnel

In general, hiring, overtime and backfill expenses are allowed.  Supplanting, however, is not allowed.  In addition, grant funds may not be used to support the hiring of sworn public safety officers to fulfill traditional public safety duties. For example, a local, uniformed, law enforcement patrol officer cannot be hired using grant dollars to perform local law enforcement patrol duties.  

Grantees are permitted to hire or laterally move existing public safety officers to new positions that support allowable HSGP program activities.  In the case of lateral transfers, grant funds may be used to support only those positions that are allowable under FY 2006 HSGP program guidance.  

In addition, positions created and funded through ODP grants may continue to be supported with future year funding provided that the position is dedicated to the same or similar purposes allowable under applicable ODP program guidance.  

D.7. Management and Administration

No greater than 5% of the MMRS allocation may be used for Management and Administration (M&A).
D.8. Construction and Renovation
Construction and renovation is not allowed under MMRS.

VI. CITIZEN CORPS PROGRAM

VI. 
Citizen Corps Program

A. 
Program Overview

The FY 2006 CCP funds will be used to support Citizen Corps Councils with all-hazards planning, public education and communication, training, exercises, equipment, management of Citizen Corps programs and activities, and equipping volunteers who have a role in disaster response. The FY 2006 Citizen Corps funds provide resources for states and local communities to: 1) bring together the appropriate leadership to form and sustain a Citizen Corps Council; 2) develop and implement a plan or amend existing plans to achieve widespread citizen preparedness and participation; 3) conduct public education and outreach; 4) ensure clear emergency communications with the public; 5) develop training programs for the public; 6) facilitate citizen participation in exercises; 7) implement volunteer programs and activities to support emergency responders; 8) involve citizens in surge capacity roles and responsibilities; and 9) conduct evaluations of programs and activities.  

B.
CCP and the National Preparedness System
The American people are the ultimate stakeholders in the homeland security mission and must be an integral component of national preparedness efforts. As such, the general public are included in the vision statement of the National Preparedness Goal which notes that citizens must have: 

· A Clear Understanding of National Preparedness

· Regular Outreach and Communication

· Alerts, Warnings, and Crisis Communication

· Opportunities to Be Involved
Citizen Preparedness and Participation is identified as a common task in the Target Capabilities List, which includes a universal and threat-based specialized level of citizen preparedness capabilities, and a support level of citizen participation through year round volunteer service and surge capacity roles and responsibilities.  Additionally, other capabilities in the TCL specifically address roles for the public, including Volunteer Management and Donations and Citizen Protection, Evacuation, and/or, In-Place Protection.
C.
Program Requirements

Expenditures must advance the Citizen Corps mission to have everyone participate in hometown security through preparedness, training, and volunteer service.  In addition to HSGP funding, state and local governments are encouraged to consider all sources of funding, to include private sector funding, to leverage existing materials, to pursue economies of scale and economies of scope in pursuing this mission, and to make expenditures that benefit multiple programs.

State Responsibilities

The SAA must coordinate all citizen education, communication, training, and participation activities funded with any source of HSGP funds with the state agency currently responsible for the administration of Citizen Corps.  In addition, the State Citizen Corps point of contact should be included in reviewing and revising the State and Urban Area Homeland Security Strategies, as well as providing input in the HSPD-8 compliance including the TCL, UTL, and the eight national priorities. A listing of current state Citizen Corps POC is located at http://www.citizencorps.gov/councils/ and clicking on “State Citizen Corps POC List” on the left hand side.  In turn, the SAA must be included on the state Citizen Corps Council.
States Citizen Corps points of contact must also continue to provide program management via the administrative section of the Citizen Corps website, http://www.citizencorps.gov, to include managing the approval process for local Citizen Corps Councils, managing administrative section passwords for local users, and managing subscribers and e-mails to subscribers. 

Reporting Requirements
In addition to the ISIP and BISR reporting requirements for CCP as a component of HSGP, states and communities are also expected to register and update information regarding their Citizen Corps Councils and programs/activities on the Citizen Corps website and on other relevant programmatic websites.
D.
Authorized Program Expenditures
Consistent with SHSP, CCP funding may be used in any of five categories: 

1. Planning (to include evaluation, public education/outreach, and citizen participation in volunteer programs and activities)

2. Equipment

3. Training

4. Exercises

5. M&A costs associated with implementing and managing CCP. 

Expenditures must advance the Citizen Corps mission to have everyone participate in hometown security through preparedness training, exercise, and volunteer service.  Please refer to Appendix XXX: Authorized Program Expenditures for additional information on authorized and unauthorized expenditures.

D.1. Planning
Establish and/or enhance Citizen Corps Councils, to include planning and evaluation. Costs associated with activities to develop and implement a state, regional, local, or tribal Citizen Corps all-hazards strategic plan to engage all the full community in hometown security.  Citizen Corps implementation plans are not required to be submitted to ODP, but rather are essential tools to guide new and existing Citizen Corps Councils in achieving their goals and objectives for the community.  Citizen Corps implementation plans should include: 

· Evaluate the community’s existing all-hazards plans, vulnerabilities, needs, and citizen preparedness and participation

· Implement Citizen Corps programs at the community level to support local emergency responders, which include CERT, MRC, Neighborhood Watch, VIPS, Fire Corps, and affiliate programs 

· Conduct public education campaigns, including promoting the Ready.gov preparedness message

· Provide training for citizens, trainers, and council members 

· Develop targeted outreach for all ages, ethnic and cultural groups persons with disabilities, and special needs populations

· Provide opportunities for volunteers with special skills and interests 

· Ensure residents are connected to emergency alert systems

· The use of citizens/volunteers for surge capacity

· Organize special projects and community events 

· Encourage cooperation and collaboration among community leaders 

· Cross-leverage Citizen Corps programs 

· Leverage existing resources, such as SHSP, UASI, and other DHS programs, Special Volunteer Grants from the Corporation for National and Community Service, or those issued at the community level, to include private sector funding

· Capture smart practices, and evaluate and report accomplishments.  

In addition, efforts to include public communication and citizen participation in jurisdiction plans, such as EOPs, and to have citizen advocates sit on existing advisory councils and task forces is allowable.

It is also critical to evaluate the impact of Citizen Corps Councils and Citizen Corps programs on the community.  Expenditures to evaluate Citizen Corps Council programs and activities is allowable, to include assessing the effectiveness in engaging citizens, the impact on the community safety and quality of life, and a cost/benefit analysis.

Public Education/Outreach
Citizen Corps Councils may develop or reproduce public education and outreach materials to educate and engage the public; conduct outreach and hold community events; and develop alerts, warning, and communications systems to the public, to include tailored materials and communications to special needs populations.  

Allowable expenditures include materials to support a public awareness campaign, media coverage, outreach activities, and public events, such as: public safety announcements; printed advertising; billboards; promotional flyers; booth displays; conference backdrops; podium signs; recognition pieces for Citizen Corps participants; informational buttons, pins, key chains, clothing, badges, and magnets; newsletters, posters, buck slips; and other materials that either educate the public, encourage the public to participate, or recognize and support Citizen Corps partners and participants.  All materials must include the Citizen Corps logo whenever possible. 

Citizen Participation/Volunteer Programs 
One of the goals for Citizen Corps Councils is to provide volunteer service opportunities across all emergency prevention, preparedness and response disciplines, for community safety efforts, and for disaster relief.   Citizen Corps funding may be used to establish or enhance volunteer program and volunteer recruitment efforts for Neighborhood Watch, CERT, VIPS, MRC and Fire Corps; for the Citizen Corps affiliate programs; for other homeland security efforts at the state and local level; for outreach and training activities; and to support the Citizen Corps Council. 
To assist local communities with engaging volunteers, Citizen Corps funds may be used for costs including but not limited to: 1) recruiting; 2) screening/assessing; 3) training; 4) retaining/motivating; 5) a system to track activities and participants (in compliance with applicable privacy laws); 6) recognizing; 7) evaluating volunteers; 8) the purchase of or subscription to identification/credentialing systems to support the tracking of volunteers.  

D.2. Operations

Operational activities are not allowed under CCP.
D.3. Equipment
Equipment for citizen participants is critical.  Allowable equipment costs include:  equipment related to specific training or volunteer assignments and outfitting trainees and volunteers with program-related materials and equipment, e.g. issuing CERT kits, credentials/badges, and identifying clothing.
CCP funds may be used for equipment acquisition from the 21 equipment categories listed in the FY 2006 ODP AEL.  The FY 2006 AEL is available in its entirety online through the RKB at http://www.rkb.mipt.org and the equipment categories are outlined in Appendix XXX: Authorized Program Expenditures.  

D.4. Training
Training is a central component of the Citizen Corps mission and training funding by these grants can include all-hazards safety such as emergency preparedness; basic first aid; life saving skills; crime prevention and terrorism awareness; public health issues; mitigation/property damage prevention; safety in the home; CERT; search and rescue skills; principles of NIMS/ICS, community relations, volunteer management; any training necessary to participate in volunteer activities; any training necessary to fulfill surge capacity roles; or other training that promotes community safety.  

Training should be delivered in venues throughout the community, to include schools, neighborhoods, places of worship, private sector, NGO, and government locations with specific consideration to include all ages, ethnic and cultural groups, persons with disabilities, and special needs populations.  Jurisdictions are also encouraged to incorporate non-traditional methodologies such as the internet, distance learning, home study, and to leverage existing training provided via educational/professional facilities.  Pilot courses and innovative approaches to training citizens are encouraged.

Instruction for trainers and training to support the Citizen Corps Council members in their efforts to manage and coordinate the Citizen Corps mission is also an allowable use of the FY 2006 Citizen Corps funding.

Allowable costs include: 1) instructor preparation and delivery time (to include overtime costs); 2) hiring of full- or part-time staff or contractors/consultants to assist with conducting the training and/or managing the administrative aspects of conducting the training; 3) quality assurance and quality control of information; 4) creation and maintenance of a student database; 5) rental of training facilities; 6) printing course materials to include instructor guides, student manuals, brochures, certificates, handouts, newsletters and postage (although preference is for an electronic newsletter with email addresses as part of the database unless the individuals or areas to be served have limited access to electronic communications); 7) course materials specific to the subject matter, such as instructor guides, student manuals, bandages, gloves, fire extinguishers, mannequins; and 8) outfitting trainees and volunteers with program-related materials and equipment, e.g. issuing CERT kits, credentials/badges, identifying clothing.

D.5. Exercises

Exercises specifically designed for or to include citizens are allowable activities and may include testing public warning systems, evacuation/shelter in place capabilities, family/business preparedness, and participating in table-top or full scale emergency responder exercises at the local, state, or national level, to include TOPOFF.  Examples of appropriate volunteer citizen support for emergency preparedness and response exercises include, but are not limited to, backfilling non-professional tasks for first responders deployed on exercise, administrative and logistical assistance with exercise planning and implementation; providing simulated victims, press, and members of the public; functioning in a range of surge capacity roles; and participating in the after-action review.  
Allowable costs include the costs associated with design, development, and conduct of exercises specifically for citizens or to support the citizen component of emergency responder exercises, to include preparing and debriefing citizens regarding their role in the exercise.

Exercise Costs Guidance. Exercises conducted with ODP support (grant funds or direct support) must be managed and executed in accordance with the Homeland Security Exercise and Evaluation Program (HSEEP).   HSEEP Volumes I-III contain guidance and recommendations for designing, developing, conducting, and evaluating exercises.  HSEEP Volumes I-III can be found at ODP’s website at http://www.ojp.usdoj.gov/odp/exercises.htm.  Volume IV, which contains sample exercise materials and documents, can be found on ODP’s Secure Portal at https://odp.esportals.com or http://www.llis.gov.

Exercise Planning Workshop. States must conduct an annual Exercise Planning Workshop (EPW) to examine the progress and effectiveness of their current exercise strategy and program.  A Multiyear Exercise Plan and schedule must be produced from the EPW and submitted through ODP’s Secure Portal Exercise Scheduler located at https://odp.esportals.com.  Refer to HSEEP Volume III, Chapter 2 for further guidance on EPWs and the Multiyear Exercise Plan and schedule.
Exercise Scenarios. The scenarios used in SHSP, UASI, and LETPP-funded exercises must be terrorism-related and based on the State or Urban Area Homeland Security Strategy and plans.  Acceptable scenarios for exercises include: chemical, biological, radiological, nuclear, explosive, cyber and agricultural.  Grantees that need further clarification on scenarios should consult with their ODP Exercise Manager for assistance and/or approval.  Fifteen all-hazards National Planning Scenarios, including 12 terrorism scenarios, have been developed, and will be made available for use in national, federal, state, and local homeland security preparedness activities (See HSPD-8: National Preparedness on page 49).  Citizen participation in exercises is encouraged to include backfilling non-professional tasks for first responders deployed on exercise, administrative and logistical assistance with exercise implementation, and providing simulated victims, press, and members of the public.  Citizen participation in exercises should be coordinated with local Citizen Corps Council(s).

All tabletop exercises (TTXs), drills, functional exercises (FEs), and full-scale exercises (FSEs) will be evaluated and performance based.  An After Action Report (AAR) and Improvement Plan will be prepared and submitted to DHS/ODP following every TTX, drill, FE, and FSE.  AAR/IPs must be provided to ODP within 60 days following completion of each exercise (see HSEEP Volume II, Appendix XXX).  Currently, these AAR/IPs can be submitted through the ODP Secure Portal.  However ODP is working with other agencies to develop a national reporting system.

D.6. Personnel

In general, hiring, overtime and backfill expenses are allowed.  Supplanting, however, is not allowed.  In addition, grant funds may not be used to support the hiring of sworn public safety officers to fulfill traditional public safety duties. For example, a local, uniformed, law enforcement patrol officer cannot be hired using grant dollars to perform local law enforcement patrol duties.  

Grantees are permitted to hire or laterally move existing public safety officers to new positions that support allowable HSGP program activities.  In the case of lateral transfers, grant funds may be used to support only those positions that are allowable under FY 2006 HSGP program guidance.  

In addition, positions created and funded through ODP grants may continue to be supported with future year funding provided that the position is dedicated to the same or similar purposes allowable under applicable ODP program guidance.  

D.7. Management and Administration

No greater than 5% of the UASI allocation may be used for Management and Administration (M&A).
D.8. Construction and Renovation
Construction and renovation is not allowed under CCP.

















































Target Capabilities:





Planning; 


Citizen Preparedness & Participation; 


Information Sharing & Collaboration; 


Volunteer Management & Donations; 
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Vision of the National Preparedness Goal:





To engage Federal, State, local, and tribal entities, their private and non-governmental partners, and the general public to achieve and sustain risk-based target levels of capability to prevent, protect against, respond to, and recover from major events in order to minimize the impact on lives, property, and the economy.








All ODP Grant Programs must complete the following:


□ SF-424 Grant Application with Certifications (through GMS)


□ Non-Supplanting Certification


□ Assurances


□ Certifications Regarding Lobbying; Debarment, Suspension, and 


    Other Responsibility Matters; and Drug-Free Workplace Requirement


□ DUNS Number


□ For newly identified urban areas (if applicable):


□ State, Core City(ies), and Core County(ies) POCs


□ Urban Area Definition


□ Establish UAWG, including structure and membership


□ Review of Application by the State Single Point of Contact (SPOC) 


□ National Preparedness Guidance Compliance Checklist (Still to be determined)


□ Needs Assessment


□ Program and Capability Enhancement Plan


□ FY 2006 Investment Justification	








� State and Urban Area Homeland Security Strategy, July 22, 2005.


� NIMS, March 2004.


� HSPD 7, December 2003.


� The National Strategy For The Physical Protection of Critical Infrastructures and Key Assets, February 2003.


� NIMS, March 2004.


� NIMS, March 2004.


� As used in this solicitation, the term “regional” refers to multi-state or sub-state geographic areas that function as regions (e.g., the National Capital Region) and is not a reference to any federal regions.


� Refer to ODP Information Bulletin No. 189, September 12, 2005.


� As defined in the Homeland Security Act of 2002, the term ‘‘State’’ means “any State of the United States, the District of Columbia, the Commonwealth of Puerto Rico, the Virgin Islands, Guam, American Samoa, the Commonwealth of the Northern Mariana Islands, and any possession of the United States”


� As defined in the Conference Report accompanying the Department of Homeland Security Appropriations Act of 2006, the team “local unit of government” means “any county, city, village, town, district, borough, parish, port authority, transit authority, intercity rail provider, commuter rail system, freight rail provider, water district, regional planning commission, council of government, Indian tribe with jurisdiction over Indian country, authorized tribal organization, Alaska Native village, independent authority, special district, or other political subdivision of any state.”


� Population figures were determined using 2000 U.S. Bureau of the Census data






